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RESUMEN

PALABRAS CLAVE

ABSTRACT

KEYWORDS

En el contexto de la cultura digital que atraviesan las Instituciones de
Educacion Superior, se estdn generando nuevas practicas violentas a
través de las redes sociales.

Este articulo explora el caso del cyberbullying en el posgrado, se
analizan las representaciones sociales de los estudiantes y sus reco-

mendaciones para enfrentarlo.
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In the context of digital culture new violent practices are appearing in
social networks used by higher education institutions.

This article explores the case of the cyberbullying in graduate pro-
grams, analyzing the social representations that students have about
this phenomenon and their suggestions to deal with it.
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A principios del siglo x1x o a fines del xvr1,
entran en circulacién del inglés diversos epitetos
(eerie, uncanny, weird) de origen sajon o escocés,
que servian para definir aquellos lugares o cosas
que vagamente inspiran horror... En alemdn,
los traduce con perfeccion la palabra unheimlich;

en espafiol, quiza la mejor palabra es siniestro.

Jorge Luis Borges (Nueve ensayos dantescos)

INTRODUCCION

El ¢yberbullying es un fenémeno violento que cobra forma en el contexto de la cultura
digital (Castells, 2002; Lévy, 2007; Casillas y Ramirez, 2015) y es posible observarlo,
medirlo y analizar su impacto en los distintos espacios educativos universitarios de Mé-
xico (Morales, Serrano, Miranda y Santos, 2014; Dorantes, Casillas, Ramirez y Morales,
2018). De acuerdo con la Universidad Nacional Auténoma de México (unam, 2017),
una primera definicién apunta: “Es la denigracién, humillacién o burla en redes sociales”
(unaMm, 2017, pérr. 8). Se manifiesta en un comportamiento agtesivo, intencional y da-
fiino, que es persistente, cuya duracién puede ser de una semana hasta meses.

El ciberacoso, como también se conoce al cyberbullying, es complejo porque no es
reconocido con claridad, no se identifica a quien agrede; inclusive se dice que es “invisible,
pues a simple vista no se ve ni se logra identificar al agresor, ya que no da la cara, se
esconde o bien udiliza un perfil falso para agredir a sus victimas” (Corsi y Peyrt, 2003,
citado en Dorantes, 2019: 39). Ademds, este fenémeno se articula al sexting (el intercam-
bio de fotografias o videos erdticos personales a través de Internet), la sextorsion (chatear
bajo amenaza de publicar imdgenes intimas) y el grooming (el intercambio de imdgenes
o videos entre un adulto y un nifio, en busca de interaccién sexual); también se vincula
a la pornografia infantil, al uso de datos personales y a la trata de personas, considerados
como delitos graves.

Es posible caracterizar al cyberbullying como una forma de conducta que se ejerce
por medio del uso de Internet, de las diversas redes sociales y plataformas, para danar a
hombres y a mujeres de distintas edades (Hinduja y Patchin, 2008). Al respecto, segin
datos del Instituto Nacional de Estadistica y Geografia (1NEG1, 2016), que realiz el levan-
tamiento del Mddulo sobre Ciberacoso 2015: mociba , el acoso por medios electrénicos es
una forma de victimizacién relativamente reciente y cuyo estudio ha adquirido relevancia
a partir del uso intensificado de Internet, del teléfono mévil y, en general, de las Tecnolo-
gias de la Informacién y la Comunicacién (t1c).
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En la actualidad, las T1c han tenido un crecimiento acelerado en gran parte del
mundo, dando como resultado que existan dispositivos interconectados casi en cualquier
rincdn del planeta, facilitando asi las comunicaciones entre personas de distintas partes en
las esferas empresarial, laboral, privada, cultural o de esparcimiento.

Al investigar el cyberbullying entre los estudiantes universitarios (Dorantes ez al., 2018)
se encuentra una fuerte incidencia (cercana al 50%) de los actos violentos que circulan
predominantemente por Facebook, y que el cyberbullying tiene presencia constante en
todas las dreas, las regiones y los niveles educativos. En este articulo en especifico, hacemos
énfasis en los estudiantes de posgrado, al tiempo que exploramos con grupos focales la

presencia del ciberacoso en este nivel.

ANTECEDENTES

A consecuencia de los dafios y perjuicios que provoca el problema del cyberbullying en
distintos aspectos de la salud mental y fisica, los gobiernos de diferentes paises se han
preocupado por realizar estudios al respecto, entre los paises preocupados por esta situa-
cién estdn el Reino Unido y los Estados Unidos. En paises como Etiopia, India, Pert y
Vietnam, se ha estudiado de qué manera el cyberbullying ha generado dafios psicolégicos
en los individuos (Benites et a/., 2012). En el caso de México, el iNeGg1 (2016) definié el

cyberbullying como

[...] una intromisién de naturaleza repetitiva en la vida intima de una persona, utili-
zando para ello medios electrénicos, fundamentalmente Internet y teléfonos celula-
res. Se presenta de forma encubierta porque las victimas son atacadas a través de redes
sociales o de las TIC sin otro objetivo que infligir maltratos y denigraciones (INEGI,
2016: 4).

También lo considera una especie de violencia psicolégica o emocional, que puede
adoptar una forma sutil no visible a primera vista, y que se caracteriza por insultos,
amenazas, celotipia, intimidaciones, humillaciones, burlas, aislamiento e infidelidad
(1NEGL, 2016). No es f4cil de identificar, pero su principal caracteristica es que se lleva a
cabo a través del “uso de los medios telemdticos (Internet, telefonfa mévil, videojuegos
online principalmente) para ejercer el acoso psicoldgico entre iguales” (CiberBullying, s. £,
pdrr. 1).

Por su parte, la prueba pisa 2015 precisa en sus resultados que “en las dltimas dos
décadas, las T1C han transformado las formas en que los estudiantes de 15 afos aprenden,
socializan y juegan. Las herramientas de Internet, incluidas redes en linea, redes sociales y
tecnologfas interactivas, estdn dando lugar a nuevos estilos de aprendizaje” (oEcD, 2017:

23). Traduccién propia).
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Sin embargo, los jévenes pasan mucho de su tiempo libre en Internet, como revelan
datos de la 0ECD (2017): “el 26% de los estudiantes reportaron que pasan mds de seis
horas al dfa en linea durante los fines de semana, y el 16% pasa una cantidad similar de
tiempo en linea durante los dfas de la semana” (0ECcD, 2017: 27). Respecto a la presencia
de actos con ciberacoso a través de las TIc, los datos indicaron que van en aumento y son
una fuente de acoso que pueden “conducir a relaciones peligrosas en linea con extranos,
a ser la victima o el autor del cyberbullying, y a un posible comportamiento problemdtico,
incluyendo videojuegos extremos, mensajes de texto compulsivos y uso excesivo de smar-
tphones” (OECD, 2017: 23).

El problema del cyberbullying en México se centra en el uso negativo de las redes
sociales, a través de las cuales se humilla, hostiga, degrada, ofende, calumnia, ridiculiza,
amenaza, violenta, acosa, ofende, provoca, etc., por medio de una plataforma, como Fa-
cebook, Twitter, Instagram y WhatsApp, donde un usuario envia un contenido (texto,
imagen o video) sexual o denigrante.

Es dificil identificar a la persona que ejerce cyberbullying pues, por lo general, no se
deja ver, actia con perfiles falsos, trata de no ser reconocido; aunque exista la sospecha de
que se trata de un amigo, companero de estudios, pareja o familiar. El acto de violencia
es relativamente silencioso, y se le pueden sumar ocho tipos: fisica, verbal, psicolégica o
emocional, de género, docente, sexual, econémica (Dorantes, 2017).

Lo grave del ciberacoso es que causa efectos negativos: depresion, aislamiento, ansie-
dad y, en casos extremos, hasta intentos de suicidio (Alavi, Roberts, Sutton, Axas y Repe-
tti, 2015; Gini y Espelage, 2014; Hinduja y Patchin, 2010; Rose y Tynes, 2015; Van Geel,
Vedder y Tanilon, 2014; Yen ez /., 2014). Incluso los trastornos obsesivo-compulsivos
(Stapinski ez al., 2014) han sido identificados en aquellos que han sido “ciberbuleados”.

Es importante tomar en cuenta que el cyberbullying afecta el presente de los estu-
diantes universitarios, pero también su futuro. Lo grave es que, una vez que se sube un
contenido con este tipo de violencia, puede usarse reiteradamente para generar mds dano
en distintos momentos de la vida del afectado (Dorantes, 2016).

Por su complejidad, el cyberbullying merece ser estudiado a profundidad en los distin-
tos dmbitos de la vida escolar, ya que, para muchos estudiantes, éste se ejerce por “ocio”,
pero también por “molestar”; inclusive han declarado que “disfrutan hacerlo”, ademds de
que en el actuar participan hombres y mujeres por igual. Como afirman Rivera, Oliva y
Dorantes (2018), el cyberbullying nace y se reproduce en el seno de las instituciones edu-
cativas, forma parte de las experiencias escolares de los estudiantes y de su vida cotidiana
actual. Mientras que Bravo, Carozzo, Bravo y Bravo (2018) precisan:

[...] el cyberbullying es una forma de acoso que se da entre escolares mediante el

empleo de la Internet, las redes sociales y los teléfonos méviles, los que son utilizados

como medios para enviar insultos, fotos adulteradas, mensajes de texto amenazantes
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o de contenido sexual, videos, infundios humillantes, etc.; los que son difundidos

extensamente en la red de conocidos y desconocidos (Bravo ez al., 2018:  99).

Por su parte, Herndndez y Solano (2006) sefialan que se han establecido dos moda-
lidades del cyberbullying: la primera es reforzadora del bullying; la segunda se refleja en
formas de acoso entre iguales que no presentan antecedentes, de modo que, sin motivo
aparente, la victima empieza a recibir formas de hostigamiento a través de las nuevas

Tecnologias de la Informacién y la Comunicacién (Lucio, 2012).

TECNICA DE INVESTIGACION

El estudio es resultado de un grupo focal efectuado con estudiantes de un programa de
posgrado de la Universidad Veracruzana (uv), que asistieron a un seminario especiali-
zado en la Teorfa de las Representaciones Sociales de Moscovici (1961), a cargo de una
investigadora del Centro de Estudios de Género de la uv. Los resultados se orientan a
profundizar en las miradas de los estudiantes sobre el fenémeno en estudio, con el objeto
de ofrecer una aportacién que nos oriente a comprender el problema de la violencia en
redes sociales, y buscar nuevas medidas de accién objetivas para su buen uso, con mayor

conciencia sobre el dafio que se puede generar a través de las redes sociales.

PARTICIPANTES

En el proceso de investigacién participaron como informantes un grupo de estudiantes,
integrado por un total de 10 personas adultas inscritas en la Especializacién en Estudios de
Opinién de la Universidad Veracruzana (pnpc-Conacyt), que cursaban el primer semes-
tre, en la generacion 2017-2018. Se tomd en cuenta la diversidad de género, incluyendo
en el estudio a seis hombres y cuatro mujeres. Las edades oscilaron entre los 24 y los 29
afos. El perfil profesional de los informantes se distinguié por las siguientes profesiones:
Sociologia, Psicologia, Economia, Mercadotecnia, Publicidad, Estadistica y Administra-
cién de Empresas (Tabla 1).

Tabla 1. Estudiantes de posgrado que participaron en el grupo focal

Participante Carrera Semestre Edad Sexo
1 Sociologia I 29 Femenino
2 Psicologfa 1° 24 Masculino
3 Economia 10 24 Masculino
4 Mercadotecnia 1° 24 Masculino
5 Publicidad 10 24 Masculino
6 Estadistica 1o 24 Masculino
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Administracién 1o 27 Femenino
7
de Empresas
8 Publicidad 1o 29 Femenino
9 Mercadotecnia 1o 25 Femenino
10 Pedagogia 1o 28 Masculino

Fuente: Elaboracién propia

Los criterios de selecciéon de los participantes fueron los siguientes: ser estudiante de
la Universidad Veracruzana; estar inscrito en un programa de posgrado (pnrc-Conacyt);
utilizar las redes sociales; tener conocimiento sobre el tema del cyberbullying; firmar una
carta de consentimiento informado que nos permitiera utilizar los datos con fines de
investigacién y futura publicacién de la informacidn, y contar con autorizacién de las

autoridades del programa de posgrado participante.

INSTRUMENTO

El grupo focal fue la principal técnica de investigacién, pues permite capturar la subjeti-
vidad de los estudiantes en relacién con el fenémeno del cyberbullying y dar cuenta de la

realidad. Segtn Alvarez y Jurgenson (2007), esta técnica de investigacién social

[...] privilegia el habla, cuyo propésito radica en propiciar la interaccién mediante la
conversacién acerca de un tema u objeto de investigacién, en un tiempo determinado,
y cuyo interés consiste en captar la forma de pensar, sentir y vivir de los individuos
que conforman el grupo (Alvarez y Jurgenson , 2007: 15).

Por su parte, Alvarez—Gayou (2019) sefala: “[el grupo focal] constituye un espacio de
opinién grupal y se instituye como la autoridad de las opiniones que regula el derecho de
hablar y privilegia la conversacién” (Alvarez—Gayou, 2019: 131).

De manera particular, la técnica fue empleada para trabajar con los estudiantes, cap-
turar sus impresiones y poder analizar su contenido.

Como procedimiento inicial de investigacién se elaboré una gufa de entrevista para
poder efectuar un grupo focal y asegurar que se abordaran todos los temas de interés
(Taylor y Bogdan, 1987), sin perder de vista el objeto de estudio. El instrumento se inte-
gré por 16 preguntas especificas referentes al tema del cyberbullying, mismas que fueron
agrupadas en un conjunto de dimensiones: @) uso de redes sociales; 4) representacién
social del cyberbullying; c) tipos de cyberbullying; d) frecuencia del dafo; ¢) denuncia; f)
perspectiva de género; g) estancias de ayuda, y /) recomendaciones para evitar el cyberbu-

llying.! Dichas dimensiones comprendieron un conjunto de variables e indicadores que

1 Las preguntas y dimensiones de analisis también fueron empleadas en estudiantes de nivel secundaria, bachillerato
y universidad. Los resultados del estudio se pueden consultar en Rivera, E. A., Oliva, L., y Dorantes, J. J. (2018).
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permitieron mantener el orden en el proceso del andlisis e interpretacién de los datos
obtenidos. Ademds, fueron discutidas y analizadas con investigadoras del Instituto de
Psicologia y Educacién y del Centro de Estudios de Género de la Universidad Veracruzana.

PROCEDIMIENTO DEL GRUPO FOCAL

Se llevé a cabo en el mes de octubre del ano 2017, en las instalaciones de la Unidad
de Humanidades de la Universidad Veracruzana, en el aula “Librado Basilio”. Esta se
encontraba iluminada, ventilada y silenciosa. Se conté con una mesa de trabajo y diez
sillas acomodadas alrededor de una mesa, en las que se pudieron sentar los estudiantes y
el entrevistador para efectuar los trabajos del grupo focal.

La sesién se grabé con el apoyo de una cdmara de audio y video , instalada en un soporte
de tripié, una grabadora de audio portdtil y una cdmara fotogréfica, para guardar y registrar
la evidencia. Al inicio se entregd a los estudiantes una carta de consentimiento informado,
que avalaba la autorizacién para utilizar los datos y la garantia de su anonimato. La sesién
del grupo focal duré aproximadamente 1 hora con 10 minutos.

El audio del grupo focal fue escuchado y transcrito con el apoyo de unos audifonos y de
una computadora. La transcripcién requirié de una validacién y verificacién de audio por
parte del equipo de investigacién, garantizando asi su pertinencia y valia del contenido. El
contenido se metié en un formato para entrevista, lo que permiti6 analizar los testimonios
con mayor cuidado y clasificar el contenido de acuerdo con las dimensiones de anlisis

seleccionadas.

ANALISIS DE DATOS

Para el andlisis de los datos obtenidos se requirié del empleo de un soffware especializado
denominado T-Lab (versién 9.1.2), herramienta estadistica utilizada para el andlisis del
discurso, misma que nos permitié concentrar y organizar la informacién subjetiva proce-
dente de los discursos a partir del conteo de palabras clave, en cada una de las preguntas
planteadas a lo largo del grupo focal.

El estudio se apoyé en la construccién de esquemas, lo que permitié dar cuenta, de
manera mds grifica, de las relaciones entre diversas palabras en torno al tépico de estudio.
La informacién fue codificada por nimero de participante del programa de posgrado
seleccionado y el afo de su aplicacién, creando un cédigo (P1-EEO-2017) que permitié
mantener el anonimato y controlar la informacién.

De acuerdo con los resultados de la investigacién, los aparatos electrénicos con los que
los estudiantes de posgrado se comunican actualmente son cuatro: celular, smartphone,
iPad, y computadora. Otro aspecto importante es que los estudiantes consultan las redes

sociales de manera regular: “a diario”, “todos los dfas”, “a cualquier hora”.
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Cuando se les pregunté “;qué hacen con las redes sociales?” indicaron los siguientes
usos: “compartir informacién’; “mantener la comunicacién con sus familiares, amigos,
compafieros y conocidos”; “entretenerse”; “emprender la comunicacién con algunas per-
sonas que no estan en el mismo espacio”; “hablar de algin tema con o sin importancia’;
“trabajar”; “hacer grupos de trabajo”; “vida académica’; “enterarse de lo que estdn ha-
ciendo los demds”; “subir fotografias”; “decir el lugar en que se estd”; “decir lo que se estd
haciendo”; “para el chisme”; “diversién”; “compartir”; “burlarse de la politica o de lo que
pasa’; “burlarse de la gente”; “ver memes”; “ver videos”; “escuchar musica’; “bailar”; “ac-
ceder a la cultura”; “buscar informacién del tema que investigan”; buscar “informacién’;
“estudiar”; “concentrarse con la musica cldsica en YouTube”; “tener relaciones”.

Aunque precisaron que tener relaciones les genera “miedo”, también utilizan las redes
sociales para “comunicarse con la pareja, novio o novia’; “buscar trabajo en LinkedIn”;
“vender cosas”; “buscar seguidores positivos o negativos”; “seguir algin modelo de presién
social”; “criticar”; “convocar a las personas” y “llevar viveres”.

También afirmaron que utilizan las redes sociales para “pasar el tiempo” o las consi-
deran como “el lugar en el que pueden estar si no tienen nada que hacer”. Asi, podemos
apreciar que las redes sociales forman parte del tiempo libre de los estudiantes de posgrado
de la Universidad Veracruzana.

Ante la diversidad de usos en las redes sociales, podemos identificar una variedad de
intereses, que se dividen en seis principales aspectos: 1) vida académica; 2) vida familiar
o personal 3) entretenimiento; 4) vida social; 5) laboral, y 6) cyberbullying o ciberacoso
(Tabla 2).

Tabla 2. Usos de las redes sociales

Vida Vida familiar Entretenimiento  Vida social Laboral Cyberbullying
académica o personal o ciberacoso
* Compartir * Mantener la * Entretenerse. * Llevar * Trabajar. Subir
informacién. comunicacién con e Diversién. viveres. o Buscar fotografias.
* Hacer grupos familiares. o Escuchar musica. ® Convocar a trabajo en  * El chisme.
de trabajo. e Platicar con « Bailar. las personas. LinkedIn. e Burlarse de la
* Tener una amigosi e Concentrarse con  ° Buscar * Vender politica o de lo
vida compaiieros y la musica cldsica seguidores cosas. que pasa.
académica. conocidos. en YouTube. pOSitiYOS o e Burlarse de la
. Aclceder ala ° En;ff;f.ldelt 1?:1 o Ver memes. gegatlvo& gente.
ra. comunicacion con X . ir . iti
. ;l:st:ara algunas personas Ver videos. alegg&ln . grmcar. del
informacién quenoestdnenel  * Sublr forograias. modelo de Szeer:t;sz °
del tema que mismo espacio. * Pasar el tiempo. presién Eaciendo los
investigan. * Comunicarse con social. demds.
* Buscar la pG.iI‘Cja, novio o * Decir lo * El lugar en que
informacién povia.- que se estd se puede estar,
para estudiar.  * Tener relaciones. haciendo. si no se tiene

* Tener relaciones. .. nada que hacer.
genera “miedo”.

Fuente: Elaboracién propia.
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Observamos que las redes sociales se emplean para varios aspectos, incluido el rela-
cionado con el ¢yberbullying o ciberacoso. Los actos mds comunes que destacan son: subir
fotografias, burlarse de la politica, de la gente o de lo que pasa; enterarse de lo que estdn
haciendo los demds y criticar. Ademds, los participantes conciben que el ciberespacio es el
“lugar en el que se puede estar, si no se tiene nada que hacer”.

A partir de lo anterior, podemos decir que el ocio es un detonante del cyberbullying,
y que cuando un estudiante de posgrado no tiene qué hacer, es cuando se acerca a las
redes sociales para subir algo (contenido violento: comentario, foto o imagen) que afecta
a alguien. Llama la atencién que destacaran que el tener relaciones en las redes sociales les
genera la sensacién de miedo.

También observamos que los estudiantes precisaron el empleo de las redes sociales
para hacer grupos de trabajo, consultar informacién e investigar. Sin duda, mantienen
comunicacién con la familia y los amigos, y le atribuyen importancia para el trabajo, el

entretenimiento y la vida social.

DEFINICIONES

Una pregunta que nos permitié comprender las representaciones sociales sobre el cibera-

coso fue: ;qué es el cyberbullying?, logrando capturar sus impresiones. Por ejemplo:

Una manera por la cual utilizas medios digitales, en este caso redes sociales, para
ofender, castigar, hostigar, crear violencia en contra de alguien o de algtin grupo (P3-
EEO-2017).

Veamos el siguiente testimonio:

Yo creo que el cyberbullying es una forma de violencia un tanto compleja, porque
no hay cara, entonces no sabes a quién dirigirte para poder enfrentar esa violencia
que te pueden estar haciendo o pueden estarle haciendo a alguien mds; y ocupan las
redes sociales para poder exhibir, acosar e incluso para vengarse de algunas personas,
o solamente para molestar, para denigrar y para hacer menos. Creo que es complejo
el fenémeno porque no tienes a quién o quiénes dirigirte, o sea, estd alli pero no sabes
quién es, quién estd detrds del aparato que subié una fotografia, un texto, un comen-
tario, etc. Y, ademds, hay fotografias que tienen 1500 comentarios y de esos 1500,
1000 son para atacar, entonces es dificil identificar a esas personas que estdn atacando,
si es un grupo o es una sola persona, etc. Es complejo (P5-EEO-2017).

Para este estudiante el cyberbullying es una forma de violencia compleja, en la que se

« . . <« b2l b2l
exhibe, acosa, molesta, denigra, ataca, “hace menos”, y se venga de algunas personas” por
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medio de un comentario a una fotografia, texto o comentario. Afirma que no se identifica
a la persona o a las personas que atacan, “no hay cara” del atacante. Pero también reconoce
el desconocimiento que existe en las redes sociales respecto a encontrar a quién dirigirse
para enfrentar la violencia.

Conozcamos otra mirada sobre el cyberbullying:

Es la falta de confianza, cuando rompen tu privacidad, porque a veces ti compartes
algo o estds en un momento privado con una persona platicando algo. El cyberbu-
llying es cuando te toman una foto y piensas que estds haciendo otra cosa con esa
persona, se puede interpretar de varias maneras y pueden decir que a lo mejor sea tu
pareja, y a veces por alli empiezan a hostigarte y te comienzan a molestar, y eso puede
crear polémica; mds si eres una persona del medio pues si te afecta, y eso puede ser
incémodo, y te pueden hacer menos, y eso en todo este entorno se da. Yo creo que es
un abuso de confianza y, a veces, lo que ha sucedido como algo més concreto, cuando
hay familiares en una foto o en una fiesta, y yo [no] soy partidario de aquellos que
suben videos o fotos, al menos a mi no me gusta, pero alli es cuando me enoja mucho
que se exhiban y seguro otros lo hacen por “diversién”, pero es la mala intencién con
que lo hacen (P3-EEO-2017).

El cyberbullying se concibe como la falta de confianza, abuso, romper tu privacidad,
sobre algo que ha sido compartido en un momento privado con otra persona. Los videos o
fotos llegan a ser manipulados en las redes sociales para hostigar, molestar, crear polémica,
generar afectacion e incomodidad. Llama la atencién que el informante afirme que el
cyberbullying se hace por: 1) diversion y 2) con mala intencién, lo que habla de un proceso
de naturalizacién de la violencia, en el que para todos es comin, inclusive divertido.

Desde la perspectiva de Bravo ez al. (2018), un acosador virtual:

* Requiere, fundamentalmente, que tenga conocimiento y dominio de las T1C.
* También existen ciberacosadores que emplean sus dominios de las TIC para atacar
compaieros, siguiendo presiones sociales del grupo.
* Los ciberacosadores necesitan de cdmplices para su campafia de denigracion, sea
rdpida o de extensa difusién (Bravo, er al., 2018: 103).
A continuacién, otro estudiante manifiesta que la autoestima y la autopercepcion son

elementos que intervienen en el cyberbullying:

Yo pienso que el ¢yberbullying es como la autoestima y la autopercepcién que tiene
cada persona, porque eso del bullying es algo que desde hace mucho tiempo se desa-
rrolla, y es un bullying en general que se hace. Bueno, cuando yo iba a la secundaria,
me acuerdo que siempre estaba el gordito, el que usa lentes, la flaquita; entonces en

ese tiempo era parte de que todos se molestaran y a parte también de cémo td lo

118 REVISTA DE LA EDUCACION SUPERIOR 198 VOL. 50 (2021) 109-130 « https://doi.org/10.36857/resu.2021.198.1703



M. CASILLAS, ). DORANTES » CYBERBULLYING EN POSGRADO

tomaras. Igual el cyberbullying actda de la misma manera. A lo mejor el cyberbullying
no es con el afdn de molestarte sino de que son formas de hacer comentarios y de decir
algo, y ya depende de ti de cdmo estds, y de si psicolégicamente td estds mal o bien es

como tu lo percibes (P9-EEO-2017).

Para el informante, el ciberacoso se asocia al “autoestima y a la autopercepcién de
cada persona’. Los actos mds comunes son “hacer comentarios” y “decir algo”. Considera
que depende de cémo esté la persona “psicolégicamente”, o bien, si “td estds mal o bien”
es como se percibe. El eyberbullyingy el bullying son dos acciones que se logran articular
a la violencia. El informante concibe que los comentarios son sobre la imagen fisica: “el
gordito”, “el que usa lentes”, “la flaquita”.

Otro elemento que llama la atencién es que el fendémeno del cyberbullying se asocie
al nivel educativo de la secundaria, donde estudiantes adolescentes acttian con mayor
inconciencia: “era parte de que todos se molestaran” es una expresién que denota cierta
familiaridad, naturalidad y normalidad de la violencia escolar. Esto demuestra que los
estudiantes ya cuentan con antecedentes de haber experimentado la violencia escolar en

niveles educativos previos al posgrado.

Bueno, yo no estoy de acuerdo con todo ello, porque, aunque si es cierto que esto ya
sucedia antes, pero no tenfa un nombre; si sucedia, y eso no signiﬁca que no existiera.
Estoy seguro de que a todos los que estamos aqui en algin momento los bulearon
en la escuela, y no tenfa eso nombre, pero te molestaban, te quitaban tu dinero, se
burlaban de ti por algin defecto. No tenfa el nombre, pero ahora se vuelve complejo
porque ya no solamente es de un grupo o de una persona de cara a cara, sino que
ahora hay toda una plataforma que estd atacando a una persona porque estd usando
también la red social. Yo creo que hay dos cosas en las que estoy de acuerdo: 1) hace
falta informacién de cémo usar una red social, porque si hay jévenes y adolescentes
que tienen una red social y no saben hacerlo, y de repente comparten cosas con gen-
te desconocida, con gente extrafia, y les informan que estdn desnudos, y 2) les dan
informacién de las tarjetas de cuentas bancarias, dan sus teléfonos a personas que no
conocen o que les dicen en dénde viven, y en una red social eso es complicado porque

pueden hacer un mal uso de lo que suben o comparten (P5-EEO-2017).

A partir de este testimonio podemos percatarnos de que el fenémeno del cyberbullying
es complejo. Los estudiantes de posgrado ya tienen antecedentes, pues afirman que “ya
sucedfa antes”, pero no tenfa nombre. Ahora, el atacante “no da la cara’, y usa la red
social y sus plataformas para molestar, burlarse y hacer mal uso de lo que el otro sube o
comparte; es similar al bullying. Asimismo, concibe que el problema del ciberacoso se debe

a una falta de informacién sobre el uso de la red y a compartir informacién con gente
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extrafia que no se conoce. Influye el tipo de contenido: fotos, desnudos, cuentas bancarias,

nimero de celular, direccién particular; es lo que pone en riesgo y vulnera a una persona.

DPues el cyberbullying es, por ejemplo, lo que pusiste en la red social. Es cuando ya no
s6lo lo tocan personalmente, sino que ya es por las redes sociales, en los grupos que
se tienen dentro de la escuela, o comparten memes que si estdn dentro de un grupo;
entonces él se siente identificado y se da cuenta de que son para él. Entonces yo siento
que el cyberbullying se toma como una herramienta para danar y ofender a las perso-
nas (P7-EEO-2017).

Para este estudiante de posgrado, el cyberbullying es una herramienta que se emplea
para dafiar y ofender a las personas por medio de las redes sociales. Se ejerce dentro de la
escuela entre estudiantes, con quienes se comparten “memes”. Al respecto, el investigador
Luis Antonio Lucio (2012) sefala que las ofensas permanecen en la red a pesar de que los
afectados demanden a los duefios de los sitios retirar de inmediato el material deshonesto.

La informacién que se sube dificilmente se puede retirar.

PERSPECTIVAS

Desde otra mirada, y con el propédsito de dar cuenta sobre las posturas de género,
preguntamos entre los estudiantes de posgrado lo siguiente: ;Quién consideras que ejerce

mds ¢yberbullying, hombres o mujeres? Al respecto, se presentan los siguientes testimonios:

Yo creo que todos los que estamos sentados en esta mesa en algin momento hemos
buleado, lo puedo asegurar porque, no sé, luego sale en la platica, y no creo que sea
cuestion de género, sinceramente. Yo creo que es mds de las personas con las que con-
vives y de tus amistades, ni siquiera de tu familia, porque tu familia te puede criar de
una manera, y ya las relaciones que tengas en la vida te pueden hacer de otra forma
(P8-EEO-2017).

Para mi, ambos, porque creo que el uso de una red social, de alguna forma, no se
limita al uso del hombre o de la mujer. Y, aparte, las formas de relacionarse para mi,

hasta este momento, para mi son iguales, no hay diferencia (P10-EEO-2017).

Incluso se podrd tener mayor atencién a las personas que buscan esa atencién y ten-
sion, hacia esa transgresion hacia los demds, sea hombre o sea mujer; es decir que son
personas indiferenciadas [sic.] que atacan a quien sea y a quien se encuentren en las
redes sociales y a las redes sociales que usan, y eso es lo que les interesa. Entonces, no

hay diferencias entre hombres y mujeres, no es cuestién de género (P2-EEO-2017).
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En cuestién de género no hay diferencias entre hombres y mujeres para ejercer cy-
berbullying, pues consideran que ambos sexos lo ejercen, o bien, que lo ejercen todos

(Todos los informantes).

Se logré identificar que ambos géneros, masculino y femenino, participan en el cyber-
bullying: “no se limita al uso del hombre o de la mujer”, son todos quienes participan de

éste (Figura 1).

Figura 1. ¢(Quién ejerce el cyberbullying?

NO_ES_CUESTION_DE_GENERO , LO_EJERCEN_TODOS

AMBOS_SEXOS_LO_EJERCEN

NO_HAY_DIFERENCIAS_ENTRE_HOMBRES_Y_MUJERES .

CYBERBULLYING

P
NO_SE_LIMITA_AL_USO_DEL_HOMBRE_O_MUJER
. SON_PERSONAS_INDIFERENCIADAS_QUE_ATACAN

-

SON_IGUALES

Fuente: Elaboracién propia.

EXPRESIONES

La siguiente pregunta: ;qué tipos de cyberbullying conocen?, nos permitié comprender que

hay una variedad de actos:

Los memes, imdgenes sobre algiin personaje o cosa que los hace referentes hacia cual-
quier persona, pero normalmente les pones asi un comentario hiriente o chusco como

para molestar a las personas (P9-EEO-2017).

También en los debates, digamos, como en los moderados; o sea, mis conceptos o
comentarios sin argumentos, como, por ejemplo, lo que pones en el Facebook; po-
nes un comentario o cualquier opinién de un politico o de alguien, y a veces cierta
gente que ni te conoce responde a ese comentario de cierta forma que estd mal ar-

gumentada o que dafian a tu persona y a tu integridad, o sea, palabras que dafian a
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tu susceptibilidad, si es que lo queremos ver a si, porque no saben o no conocen o
simplemente quieren llegar a un debate donde no hay un moderador, porque sabes
que las redes sociales son abiertas. A mi me ha tocado esa parte donde td expresas un
comentario para apoyar a x 0 y persona, 0 para un momento o una situacién que esté
viviendo una cierta persona, o para un pais, y sea lo que sea, como que de repente
sale un comentario y, a veces, la persona te conoce, pero a veces no te conoce, y €so
también es un tipo de bullying. Te llega a lesionar, desde mi perspectiva si te llega a
lesionar (P3-EEO-2017).

El acoso también en la red social puede ser cyberbullying, y esto se puede dar de mu-
chas maneras, ya sea de manera textual, mandando imdgenes, amenazas o amenazan-
do... este, no sé, si la amenaza y en la amenaza incluya a la persona, a su familia, a la
persona misma, a sus amigos. O el hecho de poder decir “si no haces tal cosa, te hago
esta, o si no dejas que se haga tal cosa, entonces vamos a decir esto en la red social, o
vamos a subir a tal plataforma tal foto, o vamos a subir a tal plataforma tal mensaje
en el que tt estds involucrado”. Entonces, no sé si hay nombres, seguramente si, pero
tiene que ver con el acoso, con la amenaza, con el chantaje y con la manipulacién

(P5-EEO-2017).

Pues, no sé, yo lo puedo relacionar mds con la amenaza, que te puedan tomar una
foto, pero malinterpretando las cosas, sno?... que, pues igual no es la intencién, pero
si lo pueden manejar, te pueden amenazar con eso, o sea, desde el trabajo o la escuela,
0 “te vi haciendo esto”. O igual, desde luego, no hay una prueba contundente, pero
si te estdn diciendo “tengo esto”, o bien, “esto se los voy a mandar a tus papds” o algo
asi... Me recordé un capitulo de una serie de un nifio, Black Mitror, que el nifio esta-
ba en la computadora y al frente le empiezan a llegar mensajes de hackers, o sea, de ya
suponiendo en un nivel extremo, ya ni siquiera tus amigos, ni personas que ta tienes
en Facebook o en tu red; o sea, personas que se meten a tus equipos y que ven lo que
td estds viendo y que te amenazan con tu familia y con todo lo que te puede pasar, y
que te amenazan con todo lo que pudieran delatarte, y eso es una amenaza, y es una

cuestién mucho mds peligrosa y extrema (P8-EEO-2017).

En efecto, con los testimonios anteriores logramos identificar que los tipos de cyber-
bullying realizado en las redes sociales son diversos (Tabla 3):

Los datos del estudio demuestran, segin la mirada de los estudiantes de posgrado,
que el cyberbullying puede ejercerse de manera directa ¢ indirecta “con amigos”, “con

personas que estdn en Facebook o en tu red”, “bajo tu nombre o 10”.

122 REVISTA DE LA EDUCACION SUPERIOR 198 VOL. 50 (2021) 109-130 « https://doi.org/10.36857/resu.2021.198.1703



M. CASILLAS, ). DORANTES » CYBERBULLYING EN POSGRADO

Tabla 3. Tipos de cyberbullying

Tipos de Intencion Impresion Victimario Victima
Cyberbullying
* Memes. * Molestar. ¢ Chusco. e Alguien que note  * Cualquier
* Imagen. * Danar a la persona.  * Peligroso. conoce. persona.
* Texto. * Dafar la integridad. ~  Extremo. ~ * Hackers.
* Video. ¢ Danar la * Personas que se
» Contenido audiovisual. susceptibilidad. meten en tu red.
* Subir fotos. * Lesionar. ¢ Directo e indirecto.
* Tomar fotos. * Acosar. * Bajo tu nombre o
* Mensajes. e Amenazarala ID.
* Expresiones. persona, familia, * Grupos.
* Mandar algo al administrador. amég?s, escuelay ° Gru[;)os ﬁe
¢ Debates sin moderador. trabay 0', Fac? 00K
* Chantajear. * Legiones.

¢ Comentarios hirientes. o Administrad
ministrador.

* Manipular.

» Comentarios sin argumento. « Malint .
alinterpretar.

* Responder a comentarios mal
argumentados.

Fuente: Elaboracién propia.

Evidentemente, el cyberbullying se ejerce por medio de la red social y a través del ma-
nejo de una plataforma digital, donde un administrador concentra el contenido violento
“peligroso y extremo”, y se reenvia. Cualquier persona puede ser victima del ciberacoso,
el cual puede generarle dafos irreparables. Desafortunadamente, estos actos y acciones a

muchos les parece algo chusco, chistoso o divertido (Figura 2).

Figura 2. Representacion del cyberbullying

= MALINTERPRETAR .
ACOSO_EN_LA_RED_SOCIAL
L .
IMAGENES_SOBRE_ALGUN_PERSONAJE_O_COSA

AMENAZAR_SIN_PRUEBAS_CONTUNDENTES
e
MANDAR_ALGO_AL_ADMINIS TRADOR

—-ACOSO_DE_MANERA_TEXTUAL AMENAZAS --~®

=
CYBERBULLYING
EAEEROOK — MANDAR_IMAGENES
S

-

COMENTARIOS_HIRIENTES
ACOSAR
-
= £3_BULLYING SUBIR_ALGO_MEDIANTE_GRUPOS_DE_FACEBOOK
SUBIR_A_LA_PLATAFORMA_FOTOS
‘ 1

COMENTARIOS_SIN_ARGUMENTOS
Py .

CHANTAJE

Fuente: Elaboracién propia.
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Los victimarios, por lo general, son personas que se meten a la red de una persona,
entran con el 0. En ocasiones son personas que no conocen a la victima; se hace en
grupos de Facebook, por medio de un ataque directo e indirecto, a través de lo que se ha

enviado al administrador.

FRECUENCIA

En el estudio se contemplé también la siguiente pregunta: ;Con qué frecuencia conside-
ran que se presenta el cyberbullying en el espacio universitario? Se obtuvieron las siguientes

respuestas:

Diario, porque, luego yo sigo mucho Twitter y, en mi caso, en la Universidad vi que
habia una pdgina que decia “memes Uv”, y obvio yo todavia no era vv, y dije, bueno, a
ver qué onda; y no, pues como yo no era uv, pues como que me fui empapando de lo
que se burlan. No sé de cudnto amor hay a la uv cuando entras, pero hay comentarios
de la Rectora, de ciertas facultades, como que estereotipan muchas cosas, vi que habfa
muchos comentarios de la uv (P3-EEO-2017).

Yo también vi la pdgina de los memes de la Uv, y ya me lo habfan comentado, es real,
y estds en la universidad y ya no s6lo buleas a quien esté en tu grupo o en tu contexto,
0 en ese momento, sino que puedes hacerlo con gente de afuera o gente de que te
empieza a interesar ciertas cosas de esa persona. No lo s¢, es como un poco psicolégica
y un poco de madurez de ver hacia dénde van tus pensamientos y tus actitudes a la
vez, y es demostrar hacia dénde quieres llegar o qué quieres hacer, no sé, y es a cada

momento, cada vez que tienes ese ocio (P3-EEO-2017).

Es que todos los dias suceden cosas, o sea, a cada dia hay un meme nuevo o un nuevo
chiste, y como que yo creo que se va renovando dia a dia, o sea, universitario hablando
nada més en forma no ofensiva, como que nada mds como que de relajo, y mante-

niendo la linea. Yo creo que a diario, y ya algo muy fuerte, es muy especifico, es entre

facultades (P8-EEO-2017).

De hecho, cada facultad tiene su pdgina de memes, su propia pdgina en la que hacen
burla de sus propios compafieros, y en el de las facultades hay fotos de los comparfie-
ros, o bien, de compafieros y maestros, o de puros maestros. También hay cosas com-

prometedoras que se llenan de Jkes, o sea, que entre méds morbo tenga, causa mayor

difusién (P7-EEO-2017).

Segtin los datos recogidos, los estudiantes conciben que el cyberbullying se ejerce muy

frecuentemente.
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APOYOS

En el estudio fue necesario plantear la pregunta, ;conocen alguna instancia a la cual acudir
en caso de que ustedes sean victimas de cyberbullying? Los participantes comentaron lo
siguiente:

Derechos Humanos (P3-EEO-2017).

Si bien td no puedes comprobar el autor, o bien puedes borrar la evidencia, o puedes
denunciar la cuenta con Facebook, Twitter o cualquier red social, y ellos la dan de
baja. No obstante, también si tienes el nombre y la evidencia puedes ir al Ministerio
Pablico y mostrar las pruebas, porque es algo reciente (P1-EEO-2017).

Yo s¢ de esto por las instancias, de que se fomentd por la extorsién de que crearon, o
bueno, no sé si ya existia la policia cibernética, y es la que se encarga del proceder en
estos casos, es como que ven y, a pesar de que puedas crear cuentas falsas 0 nombres
falsos, a veces con las direcciones IP, puedes rastrear hacia dénde se mueve esa persona
o hacia dénde ingresd, y pueden proceder legalmente contra ella (P2-EEO-2017).

Bueno, si, en cierta forma es una forma de denuncia, pero también creo que debe de
haber una red o un grupo de amigos que te respalde y que te den como cierta forta-
leza si eres como victima de, y puede ser incluso de ayuda, que sin denunciar pueden
ayudarte a salir de esta situacién, porque, como decia anteriormente, si afecta a las
relaciones y afecta a la autoestima y a la persona. Y, entonces, tal vez no es una forma
de denuncia, pero si es una forma de cdmo se puede ayudar a salir de esta problema-

tica que definitivamente es violencia (P7-EEO-2017).

Con base en lo anterior, los estudiantes de posgrado conciben que las instancias a las
cuales acudir en caso de ser victimas de cyberbullying deben ser Derechos Humanos, Mi-
nisterio Publico, la Direccidn, la Rectoria de la Universidad, la corte, o bien, a “una red de
amigos que te respalde”. Desafortunadamente, reconocen que “nadie hace caso”. Por ello,
es recomendable brindar mayor atencién en la difusién de informacién, pero también a la
atencién, prevencién y sancién. Cualquier dafio debe ser reparado por quien lo ocasiond.

Cabe destacar que, en el andlisis de los datos, sélo un estudiante de diez llegé a mencio-
nar los “Derechos Universitarios”, lo que da cuenta de que existe poca informacién sobre
lo que un estudiante debe hacer en caso de ser violentado. A continuacidn el testimonio:

Derechos Universitarios, en cuanto a la Universidad, y pienso que es una instancia en
donde nos pueden ayudar, aunque se vuelve complejo por esta cuestién de que estd
en una plataforma y que muchas cosas no hay un autor, es desconocido, es invisible

(P2-EEO-2017).
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Recomendaciones

En una bisqueda de un escenario mds alentador, se pregunté a los estudiantes ;qué re-
comendarian para evitar cualquier tipo de cyberbullying en la universidad? Al respecto, se

presentan los siguientes testimonios:

Bueno, yo creo que si has sufrido acoso en Internet, es bueno que lo denuncien o que
busquen el apoyo de una autoridad porque realmente el hecho de omitirlo no va a
causar nada, en cambio, si existen mds casos puede que exista una regulacién mds pro-
funda o mds pertinente en caso de redes sociales que podria ser lo que podria integrar
una investigacion en el cédigo penal o en el cddigo pertinente para que sea castigable
o al menos para que haya una solucién al problema (P2-EEO-2017).

En primer lugar, como ya habiamos comentado que el establecer los estatutos y nor-
mas de la universidad establezca que el cyberbullying es castigado. No lo he leido, pero
intuyo, solamente intuicién, que no estd regulado puntualmente; tal vez si en normas
generales, pero no especificamente. Por lo tanto, es como que no existe; por lo tanto,
existe una norma, o no se aplica una norma en donde diga que el cyberbullying serd
castigado con la baja definitiva de un estudiante, y que eso serfa una regla para que, al
menos en la comunidad universitaria, se tenga mds cuidado a la hora de efectuar esa

préctica (P2-EEO-2017).

Yo creo que hace falta mayor informacién, un protocolo de prevencidn, un protocolo
de atencion si es que es que alguien ya sufrié o alguien propicié el bullying o el cy-
berbullying, y que también lo haya hecho con la violencia, pero que no lo han hecho
en esta esfera del ciberespacio. La ciberviolencia en las redes sociales, como vigilantes
dentro de las facultades, creo que pueden estar atendiendo estos casos v, a la vez,
informando sobre los protocolos que puedan existir. Pero si no existen protocolos, y
si no existe informacién, entonces como que no puede haber como un seguimiento.
Primero hay que informarse y después hay que formular algunos procedimientos para
poder prevenir y poder atender e, incluso, diagnosticar o visualizar dénde estd ocu-

rriendo esto (P7-EEO-2017).

También tratar de, no sé, buscar tolerar asi con tus amigos, que tal vez por temor, 0 a
veces por pena o por cosas asi, o creen que no es tan malo eso que les estdn haciendo
o asi. Es que tengo una amiga a la que ahorita como que si le molesta que si la estén
molestando [sic.], pero ella no lo ve tan mal, o sea, ella cree que es un “ay... yano le
hago caso y asi...”, pero le siguen escribiendo y le siguen escribiendo, y ya todos nos

dimos cuenta de que esta persona si estd mal, porque nada mds la estdn acosando...
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como que tratar de alentar a las personas de decir “sabes qué, ubica hasta dénde es
un relajo y hasta dénde es que ya te estdn molestando”... cémo ayudar a las personas
que estdn padeciendo el cyberbullying, pues para que también busquen un apoyo. Ese
es un ejemplo. Pero igual si es por pena, si es por miedo o por cuestiones asi, pues
que sientan ese apoyo como que de grupo, como de compaieros de escuela o de la
universidad, como que si existe y que si tienen con quien, pues, quejarse, o con quién

ver para que podamos ayudarles (P9-EEO-2017).

Yo les recomendarfa que lean las politicas de privacidad, porque nosotros estamos en

las redes sociales, y muchas veces todo aceptamos (P4-EEO-2017).

De manera general, las recomendaciones se centraron en los siguientes aspectos:

Tabla 4. Recomendaciones para evitar el cyberbullying

* Atender los casos que se
denuncien.

* Buscar apoyo de una autoridad.

* Regulacién profunda en las redes
sociales.

* Integracion de una investigacion
en el c6digo penal pertinente.

* Establecer los estatutos.

e Establecer normas de la
universidad.

* Regular puntualmente.

* Crear un grupo de apoyo entre
compaeros.

* Leer las politicas de privacidad en
las redes sociales.

* Protegerte en el ciberespacio.

* No entrar a algo que afecte los
derechos.

e Aplicar normas como “el
cyberbullying serd castigado con la
baja definitiva de un estudiante”.

Poner reglas en la comunidad
universitaria

e Tener mds cuidado a la hora de
efectuar esa préctica.

Brindar mds informacién.

* Generar un protocolo de
prevencidn y atencién e informar
sobre él.

Crear vigilantes dentro de las
facultades.

Crear vigilantes en la esfera del
ciberespacio.

Cuidar las tarjetas y contratos del
banco.

Evitar la ciberviolencia en las
redes sociales.

* Informarse y formular algunos
procedimientos.
* Dar seguimiento y prevenir.

* Diagnosticar lo que estd
ocurriendo.

¢ Evitar el ocio.

* Estimular el deporte y
actividades culturales.

* Generar productividad.
* Estar ocupado en actividades.
* Tolerar a los amigos.

* Ubicar hasta dénde es un relajo y
hasta dénde te estin molestando.

* Ayudar a las personas que estdn
padeciendo el cyberbullying.

* Buscar un apoyo.

* Bloquear a ciertas personas.

* Castigo

Fuente: Elaboracién propia.

CONCLUSIONES

A pesar de que los estudiantes de posgrado son mayores que los de los niveles inferiores
y supuestamente mds maduros y serios, en este nivel educativo se ejercen actos violentos
entre estudiantes a través de las redes sociales.

En el estudio logramos identificar que, desde la mirada de los estudiantes de pos-
grado, las formas mds destacadas de efectuar el cyberbullying son por medio de la creacién

de memes, subir contenido audiovisual (imdgenes, fotos o videos) sobre algin personaje
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o cosa. También surgen los comentarios hirientes que aparecen en Facebook, que carecen
de argumentos y que dafan la integridad de una persona. Asimismo, se logré identificar
que quien acosa también participa en actos de chantaje, manipulacidn, lesién y amenaza.
Los actos violentos suelen ser enviados al administrador.

Desafortunadamente, los estudiantes, aun en el nivel de estudios de posgrado,
desconocen cudles son las estancias en donde pueden denunciar los variados actos de
cyberbullying que sufren en su vida universitaria. Pese a lo anterior, recomiendan efectuar
la denuncia, buscar apoyo de una autoridad universitaria y establecer los estatutos con
normas y reglas, pues conciben que debe ser castigado y se debe efectuar la baja definitiva
de un estudiante que “ciberbulea”. Ademds, enfatizan que debe haber seguimiento y es
necesario formular procedimientos, prevenir, atender y diagnosticar el problema para
brindar mds informacién desde el 4mbito universitario, pues se carece de esto.

Las recomendaciones presentadas son medidas de accién que evitan que el problema
de violencia crezca. Debemos poner mayor atencién a lo que dicen los usuarios de las
redes sociales, porque son ellos los que estdn siendo victimas de los constantes y frecuentes
ataques. Las formas variadas del ciberacoso causan dafio, denigran la integridad de la
persona. Como principales medidas de accidn proponen “crear un grupo de apoyo entre
compafieros”, “leer las politicas de privacidad en las redes sociales” y “bloquear a ciertas
personas’.

Como valoracién general, es importante destacar que los estudiantes de posgrado
reconocen que el ocio es el principal detonante del cyberbullying, por lo que es importante
estimular las actividades culturales y el deporte, para generar mayor productividad en los
estudiantes universitarios.

Finalmente, a lo largo del estudio dimos cuenta de que los estudiantes de posgrado no
estan exentos del cyberbullying. También reconocemos que el fendmeno no es exclusivo de
algtn nivel educativo, sino de la violencia que se ejerce a partir del acceso a la conectividad

a Internet, a las redes sociales y sus plataformas, como Facebook, Twitter o YouTube.
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