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LA PROTECCION DE LOS DATOS PERSONALES
ANTE EL TRIBUNAL CONSTITUCIONAL ESPANOL

PROTECTION OF PERSONAL DATA AND THE SPANISH
CONSTITUTIONAL COURT

RESUMEN: El trabajo expone la doctrina del
Tribunal Constitucional espaiiol sobre la
proteccion de datos personales, siguiendo
un criterio tanto cronoldgico como sustan-
cial. Trata, primero, de su “invencion” como
derecho fundamental por dicho Tribunal,
puesto que la Constitucion Espafiola no lo
contempla explicitamente; luego, de su regu-
lacion, con las alusiones al derecho interna-
cional, en particular al derecho comunitario
europeo, que resultan imprescindibles para
entender su “generacion” por el maximo in-
térprete de la Constitucion, con referencia a
los dos instrumentos principales en la practi-
ca para velar por la salvaguarda de los datos
personales. Conforme a la regulacion vigen-
te en cada momento, se da cuenta de los re-
cursos de amparo resueltos por el Tribunal
Constitucional hasta la fecha de redaccion
del trabajo, apuntando la mayor restriccion
en las ultimas decisiones del Tribunal en re-
lacion con las reclamaciones recibidas por
dicho motivo.
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ABSTRACT: The paper presents the doctri-
ne of the Spanish Constitutional Court on
the protection of personal data, following
a criterion both chronological and substan-
tive. Try, first, its “invention” as a funda-
mental right by that Court, since the Spa-
nish Constitution does not explicitly and,
later, its regulation, with references to in-
ternational law, in particular European law,
which are indispensable for understanding
his “generation” by the higher interpreter
of the Constitution, referring to the two
main instruments in practice to ensure the
protection of personal data. Under current
regulations at all times, the paper shows
the individual appeals for protection sett-
led by the Constitutional Court until the
date of drafting of the paper, noting the bi-
ggest constraint in the last decisions of the
Tribunal in relation to claims received for
that reason.
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1. La mera posibilidad actual del conocimiento generalizado de datos per-
sonales, en ocasiones muy sensibles (de salud, de orientacion sexual o reli-
giosa o ideoldgica, de caracter economico, etcétera), tanto por legitimados
para ese conocimiento como por no legitimados para ello, ha dotado desde
hace ya algunos afos al derecho a la proteccion de datos personales de una
relevancia indudable. Tanto cuando comenzo6 el interés por el tema, como
hoy, la preocupacion que suscita el que con la combinacion adecuada (lo
que técnicamente se denomina “tratamiento”) de datos personales refe-
ridos a un sujeto, pueda generarse un “perfil” de éste con el cual puedan
decidirse no pocas cosas acerca del mismo sin que ¢l tenga conocimiento,
ha convertido la proteccion de datos en un bien de tal entidad en algunos
sistemas, concretamente en los europeos, que se ha dado lugar en ellos a su
consideracion no ya como derecho, sino como derecho fundamental, con
lo que ello comporta respecto tanto de su relacion con los demas derechos
fundamentales y principios constitucionales, que se veran necesariamente
afectados por su presencia (serd uno mas a la hora de aplicarlos, y habra de
ponderarse en caso de relacion problematica entre €l y los demas), como
respecto de las obligaciones que el mismo comporta: para los demas par-
ticulares, pero, sobre todo, para los poderes publicos.

En este contexto, el sistema espafiol sobre proteccion de datos ha su-
puesto una novedad muy importante y especialmente avanzada, y es te-
nido en cuenta en Europa y tomado como referencia, en particular, por
los paises iberoamericanos.! Por eso mismo parece que tiene interés dar
cuenta de la doctrina del Tribunal Constitucional espafiol en relacion con
tal derecho, y ello es lo que me propongo hacer a continuacién, de un
modo que espero que sea util y no adolezca del mal de la letania, esto
es, que no se limite a ser un simple vademécum de la jurisprudencia que
contiene dicha doctrina.

Como corresponde a un texto promulgado en 1978, la Constitucion
Espafiola (en adelante, CE) es moderno, y seguramente una de las mani-
festaciones mas evidentes de ello lo constituye la alusion a la informatica
que se hace en la misma, en concordancia, por lo demas, con las diversas
normas que en los Estados europeos se estaban dictando por aquellas

' Asi lo sefiala unos de los mayores expertos en la materia en nuestro pais, director

en su momento de la Agencia de Proteccion de Datos, Pifiar Maiias, J. L., “El derecho
fundamental a la proteccion de datos personales. Algunos retos de presente y futuro”,
Asamblea. Revista Parlamentaria de la Asamblea de Madrid, num. 13, 2005, p. 43.
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mismas fechas en relacion con tal materia.> La CE lleva a cabo esa refe-
rencia a la informatica no en cualquier lugar, sino en su parte dogmatica
y, dentro de ella, en el contenido mas exigente en cuanto a sus garantias,
esto es, en aquella que contiene los derechos fundamentales cuyo desa-
rrollo requiere de ley organica y cuya proteccion jurisdiccional alcanza
hasta su amparo por el Tribunal Constitucional. En concreto, tal alusion
tiene lugar en el articulo 18.4 de la CE, que literalmente determina: “La
ley limitara el uso de la informatica para garantizar el honor, la intimidad
personal y familiar de los ciudadanos y el pleno ejercicio de sus dere-
chos”.

Dada la literalidad del precepto, de lo que no hay duda es de que el
mismo comporta un mandato al legislador espafiol para que regule las li-
mitaciones a lo que el constituyente denomina “la informatica”, con el fin
de evitar su incidencia negativa en el ejercicio de los derechos de los in-
dividuos, y en particular, entre tales derechos, el del honor y la intimidad
personal y familiar. En los afios iniciales de nuestro régimen constitucio-
nal puede decirse que €sta era la interpretacion mas generalizada, por no
decir que unanime. Adelanto ya que ese mandato constitucional no cobré
cuerpo sino hasta 13 afios mas tarde, con la Ley Organica 5/1992, de 29
de octubre, de Regulacion del Tratamiento Automatizado de los Datos de
Caréacter Personal, conocida por todos como LORTAD.

2. Poco tiempo después de promulgada la CE, sin embargo, el 28 de
enero de 1981 concretamente, el Consejo de Europa llevé a cabo en Es-
trasburgo un “Convenio para la proteccion de las personas con respecto
al tratamiento automatizado de datos de cardcter personal” (que a partir
de aqui, y por abreviar, designaremos por su numero: el Convenio 108),
que fue ratificado por numerosos paises, entre ellos Espafia, y cuya entra-
da general en vigor tuvo lugar el 1o. de enero de 1985.

En lo que aqui interesa, tal Convenio contiene el articulo 8o., que dis-
pone:

Cualquier persona debera poder:

a) Conocer la existencia de un fichero automatizado de datos de caracter
personal, sus finalidades principales, asi como la identidad y la residencia ha-
bitual o el establecimiento principal de la autoridad controladora del fichero.

2 Cfr. de nuevo en tal sentido, ibidem, pp. 23 y 24.
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b) Obtener a intervalos razonables y sin demora o gastos excesivos la
confirmacion de la existencia o no en el fichero automatizado de datos de
caracter personal que conciernan a dicha persona, asi como la comunicacion
de dichos datos en forma inteligible.

Evidentemente, aunque no cite el término “derecho”, el Convenio esta
reconociendo un derecho, verdaderamente tal, a cualquier persona.

Asimismo, interesa sefialar ahora que el articulo 90. del mismo texto
internacional prevé excepciones al derecho antes visto, las principales de
las cuales son la proteccion de la seguridad del Estado, de la seguridad
publica, los intereses monetarios del Estado, la represion de infracciones
penales, la proteccion de la persona concernida y de los derechos y liber-
tades de otras personas.

Al final de esa misma década, el 14 de diciembre de 1990, la Asam-
blea General de las Naciones Unidas aprobo la Resolucion 45/95, por
la que se establecen las directrices para la regulacion de los archivos de
datos personales informatizados.

3. Aproximadamente al afio de la entrada en vigor de dicho Convenio,
concretamente en febrero de 1986, cuando seguia sin haber en Espana
una ley que regulase la limitacion de la informatica como preveia el pre-
cepto constitucional al inicio referido, un ciudadano dirigi6 al goberna-
dor civil de su provincia (maxima autoridad civil de la administracion
del Estado en la misma) un escrito solicitando lo siguiente:

1. Que se me comunique si la administracion del Estado o cualquier organis-
mo de ella dependiente dispone de ficheros automatizados donde figuren mis
datos de caracter personal.

2. Que en caso afirmativo se me indique la finalidad principal de dichos
ficheros, la autoridad que los controla y su residencia habitual.

3. Que se me comuniquen los datos existentes en dichos ficheros referidos
a mi persona, de forma inteligente y sin demora.

Como puede constatarse, la peticion coincide, casi en su literalidad,
con el derecho reconocido por el Convenio europeo antecitado.

La contestacion del gobernador fue el silencio, lo mismo que la de
su superior, el ministro del Interior, ante el que el ciudadano recurri6 en
alzada dicha omision de respuesta. Agotada la via administrativa con
tal resultado, acudio a la via judicial ordinaria, en el orden contencio-
so-administrativo que correspondia, obteniendo del 6rgano judicial de
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instancia una respuesta denegatoria de su pretension, denegacion que
fue confirmada finalmente por el Tribunal Supremo. Agotadas todas las
posibilidades ordinarias, interpuso el pertinente recurso de amparo ante
el Tribunal Constitucional (de ahora en adelante TC) en julio de 1990
(seguia por tanto sin haber ley de desarrollo del precepto constitucional
relativo al caso, el 18.4 de la CE), dando asi lugar a la primera decision
del TC sobre la materia, puede decirse que al leading case de la misma:
la STC 254/1993, de 20 de julio.

En ella,? el TC,* tomando como referencia determinante el aludido
Convenio europeo en su articulo 8o., y teniendo en cuenta que el articulo
10.2 de la CE determina que “Las normas relativas a los derechos funda-
mentales y a las libertades que la Constitucion reconoce, se interpretaran
de conformidad con la Declaracion Universal de Derechos Humanos y
los tratados y acuerdos internacionales sobre las mismas materias ratifi-
cados por Espafia”, concluye que el ya varias veces mencionado articulo
18.4 de la CE, ademas de

un instituto de garantia de otros derechos, fundamentalmente el honor y la
intimidad... también contiene un instituto que es, en si mismo, un derecho o
libertad fundamental, el derecho a la libertad frente a las potenciales agresio-
nes a la dignidad y a la libertad de la persona provenientes de un uso ilegitimo
del tratamiento mecanizado de datos, lo que la Constitucion llama la “infor-
matica” (STC 254/1993, FJ 6)...°

3 Un comentario sobre la misma puede verse en Villaverde Menéndez, 1., “Protec-
cion de datos personales, derecho a ser informado y autodeterminacion informativa del
individuo. A proposito de la STC 245/1993”, Revista Espariola de Derecho Constitucio-
nal, nam. 41, 1994, pp. 187 y ss.

4 La Sala Primera del TC en Espafia se divide en dos salas a efectos de entender de
los amparos.

5 Enrigor, la conclusién del TC en este caso no es sino el resultado de lo que algunos
consideramos un defecto de nuestro texto constitucional cuando recogié como derecho
fundamental sélo “el derecho a la intimidad personal y familiar” (articulo 18.1, CE), y
no, como es mas comun en el derecho comparado y seguramente correcto, un derecho
mas genérico y amplio, a la vida privada, sin mas. Ya el propio TC tuvo que sefialar
tempranamente que “El reconocimiento explicito en un texto constitucional del derecho
a la intimidad es muy reciente y se encuentra en muy pocas Constituciones, entre ellas
la espailola. Pero su idea originaria, que es el respeto a la vida privada, aparece ya en
algunas de las libertades tradicionales. La inviolabilidad de domicilio y de la correspon-
dencia, que son algunas de esas libertades tradicionales, tienen como finalidad principal
el respeto a un ambito de vida privada personal y familiar, que debe quedar excluido del
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Esto es, como ¢l mismo dice en el fundamento juridico siguiente, la
“llamada libertad «informatica»”, que se resuelve en el derecho al con-
trol del uso de los datos personales “insertos en un programa informatico
(habeas data)” (ibidem, FI 7).

Aunque la expresion usada por el TC —de que el contenido constitu-
cional que aqui nos ocupa contiene “en si mismo un derecho o libertad
fundamental”— parece notoriamente taxativa en el sentido de dotarle de
entidad totalmente autonoma, lo cierto es que en esta primera sentencia
ese derecho se concibe por el propio Tribunal como una vertiente o ex-
tension, del genérico derecho a la intimidad, que el propio articulo 18
consagra antes, en el primero de sus paragrafos, tal y como evidencian
razonamientos subsiguientes de la misma sentencia, siendo el mas expre-
sivo de todos el que concluye que

Es suficiente con constatar que, al negarse a comunicarle la existencia e iden-
tificacion de los ficheros automatizados que mantiene con datos de caracter
personal, asi como los datos que le conciernen a ¢l personalmente, la admi-
nistracion demandada en este proceso vulneré el contenido esencial del dere-
cho a la intimidad del actor, al despojarlo de su necesaria proteccion (FJ 8).

conocimiento ajeno y de las intromisiones de los demas, salvo autorizacion del interesa-
do. Lo ocurrido es que el avance de la tecnologia actual y el desarrollo de los medios de
comunicacion de masas ha obligado a extender esa proteccion mas alla del aseguramien-
to del domicilio como espacio fisico en que normalmente se desenvuelve la intimidad y
del respeto a la correspondencia, que es o puede ser medio de conocimiento de aspectos
de la vida privada. De aqui el reconocimiento global de un derecho a la intimidad o a la
vida privada que abarque las intromisiones que por cualquier medio puedan realizarse
en ese ambito reservado de vida” (STC 110/1984, de 26 de noviembre, FJ 3). Esto es, la
intimidad resulta una nocion estricta (“el respeto a un ambito de vida privada personal
y familiar, que debe quedar excluido del conocimiento ajeno y de las intromisiones de
los demas, salvo autorizacion del interesado’), mientras que la vida privada va mas alla
de esta concepcion meramente negativa, de exclusion de conocimiento por los demas. Y,
como sucedera en relacion con otros ambitos muy proximos (caso de la inviolabilidad
del domicilio por inmisiones en forma de ruidos, humos o gases), se ha generalizado en
las sociedades mas avanzadas que la garantia de la vida privada comporta facultades mas
extensas que las meramente impeditivas del conocimiento por terceros de lo mas interno,
reservado o profundo de la persona (o de la familia): como el propio TC apunta (hacien-
do suya la tesis del Ministerio Fiscal en el caso) mas adelante en esta misma STC 254/93
referida en el texto principal, “la garantia de la intimidad adopta hoy un contenido po-
sitivo en forma de derecho de control sobre los datos relativos a la propia persona. La
llamada ‘libertad informatica’ es, asi, también, derecho a controlar el uso de los mismos
datos insertos en un programa informatico (habeas data)”.
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Subrayo esto para que luego se observe bien la evolucion de este dere-
cho en la doctrina del Tribunal.

En realidad, esta constatacion, de que lo que la libertad informatica
persigue de modo principal es la salvaguarda del bien juridico-consti-
tucional “intimidad”, no supone nada especialmente nuevo, porque lo
mismo sucede con la inviolabilidad del domicilio o el secreto a las co-
municaciones que, con mayor razon que la proteccion de datos persona-
les, son reconocidos como derechos singularizados, esto es, con entidad
propia, por el propio constituyente respectivamente en los paragrafos 2 y
3 del mismo articulo 18 de la CE. Mas interés tiene la diferencia de este
derecho a la proteccion de datos con los derechos que acabo de citar a la
inviolabilidad del domicilio o el secreto a las comunicaciones, o con el
propio derecho a la intimidad, pues mientras que lo que exigen todos es-
tos para su observancia, para que se van respetados, es una conducta omi-
siva, una obligacion de no hacer, de abstenerse de invadir (el ambito de lo
intimo, el domicilio, las comunicaciones telefonicas, postales, etcétera)
por parte de los demas, y en particular por parte de los poderes publicos,®
tratandose de la libertad informatica —dice el TC— “la garantia de la in-
timidad adopta hoy un contenido positivo en forma de derecho de control
sobre los datos relativos a la propia persona”; en coherencia con esto, en
relacion con el amparo concreto que debe resolver, afirma que la

constatacion elemental de que los datos personales que almacena la adminis-
tracion son utilizados por sus autoridades y sus servicios impide aceptar la
tesis de que el derecho fundamental a la intimidad agota su contenido en fa-
cultades puramente negativas, de exclusion. Las facultades precisas para co-
nocer la existencia, los fines y los responsables de los ficheros automatizados
dependientes de una administracion publica donde obran datos personales de
un ciudadano son absolutamente necesarias para que los intereses protegidos
por el articulo 18 [de la] CE, y que dan vida al derecho fundamental a la intimi-
dad, resulten real y efectivamente protegidos. Por ende, dichas facultades de
informacion forman parte del contenido del derecho a la intimidad... (FJ 7).

6 EI TC empleara unos términos harto expresivos de esta concepcion en su posterior
STC 144/1999: “lo que el articulo 18.1 garantiza es un derecho al secreto, a ser descono-
cido, a que los demas no sepan qué somos o lo que hacemos, vedando que terceros, sean
particulares o poderes publicos, decidan cudles sean los lindes de nuestra vida privada,
pudiendo cada persona reservarse un espacio resguardado de la curiosidad ajena, sea cual
sea lo contenido en ese espacio” (FJ 8).
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De ahi que también se le haya designado por algun sector doctrinal
muy descriptivamente, antes de la sentencia a la que nos venimos re-
firiendo, como “derecho a la autodeterminacion informativa”,” esto es,
derecho a conocer y controlar la informacion que sobre uno mismo po-
seen los demas, con posibilidad real y efectiva de determinar —siempre
conforme a las exigencias del ordenamiento— qué datos son consentidos
por su titular que se conozcan y se traten, y cudles otros no.

La conclusion de que el articulo 18.4 de la CE contiene algo mas que
una garantia en forma de mandato al legislador, tal y como radicalmente
afirma el TC en esta su primera sentencia en la materia, la STC 254/1993,
puede ser bastante discutida desde el punto de vista dogmatico en el sis-
tema juridico-constitucional espafiol, y buena prueba de ello es el voto
particular disidente que el presidente del Tribunal® a la sazon interpone a
la sentencia. Pero, una vez adoptada por la mayoria de la Sala sentencia-
dora del TC la decision de que hay un derecho fundamental a la libertad
informatica, las consecuencias han de ser, necesariamente, relevantes.

La primera de esas consecuencias (luego haremos referencia a otras)
consiste sencillamente en la respuesta que correspondia dar al recurren-
te en amparo en el caso en cuestion, pues desde el momento en que el
fundamento de su pretension descansaba en un derecho fundamental,
éste debia de tener, como todos los derechos de tal naturaleza, un conte-
nido minimo directamente eficaz desde el texto constitucional, esto es,
sin necesidad de esperar a que el legislador hiciese efectivo el mandato
regulador a que se refiere el articulo 18.4 (el inciso de la STC 254/93
de la ultima nota citada resulta en su integridad asi: “Por ende, dichas
facultades de informacion forman parte del contenido del derecho a la
intimidad, que vincula directamente a todos los poderes publicos, y ha
de ser salvaguardado por este Tribunal, haya sido o no desarrollado le-
gislativamente...”, FJ 7). Ese contenido minimo, a juicio del TC en la
citada sentencia, alcanza a satisfacer las pretensiones del sujeto cuando
solicita lo que el recurrente solicitaba al gobernador civil, esto es, que le
sea especificado, sin demora y de forma que le sea inteligible, si la ad-
ministracion posee datos personales suyos, con qué finalidad se tienen y

7 Titulo de la monografia de Murillo de la Cueva, Pablo Lucas, EI derecho a la au-
todeterminacion informativa, Madrid, Tecnos, 1990.

8 El presidente de la Sala Primera del TC es el presidente del Tribunal; el presidente
de la Segunda lo es el vicepresidente del mismo.



LA PROTECCION DE DATOS PERSONALES ANTE EL TRIBUNAL 11

qué autoridad es la responsable de su control; eso si, sin perjuicio de que
las autoridades administrativas puedan excepcionar extremos de dicha
informacion justificadamente conforme a lo previsto en la ley, incluido
el propio Convenio europeo sobre la materia. De hecho, la concesion del
amparo al recurrente comportd la anulacion tanto de la denegacion admi-
nistrativa de la informacion por ¢l requerida, como de las sentencias que
confirmaron la misma, asi como la obligacion de que la administracion le
aportase “sin demora”, la informacion requerida.

No esta de mas sefalar la “intensidad”, por expresarlo plasticamente,
de los razonamientos de esta capital sentencia en relacion con la obliga-
cion que se deriva de este derecho fundamental (“descubierto” por el TC
en el precepto constitucional en el que se funda), para la administra-
cién en cuanto receptora “natural”, por asi decirlo, de numerosos y a me-
nudo sensibles datos personales (coherentemente con la causa de la que
provenia el amparo que se solicitaba: la denegacion por las autoridades al
recurrente de sus datos personales obrante en aquélla). Quiero decir que
el TC se revela especialmente sensible a la potencialidad lesionadora de
la administracion respecto de los datos personales, recordando la causa
del Convenio europeo sobre la materia:

El reforzamiento de la proteccion que los derechos nacionales venian dis-
pensando a los datos personales de los ciudadanos obedece, como expone la
Memoria explicativa publicada por el Consejo de Europa, a la creciente uti-
lizacion de la informatica para fines administrativos y de gestion; lo que da
lugar a que, “en la sociedad moderna, gran parte de las decisiones que afectan
a los individuos descansan en datos registrados en ficheros informatizados”
(F1 4).

Ahora bien, recuerda el TC al respecto su propia doctrina acerca de
que “Toda la informacién que las administraciones publicas recogen y
archivan ha de ser necesaria para el ejercicio de las potestades que les
atribuye la ley, y ha de ser adecuada para las legitimas finalidades previs-
tas por ella...”, porque la posicion de las administraciones no es la de los
ciudadanos y, en consecuencia, sus potestades son tasadas y determina-
das (FJ 7). Asi las cosas, sefiala acertadamente nuestro TC que,

Paradodjicamente, los riesgos derivados del exceso, de los errores, o del uso
incontrolado de informacién de caracter personal no pueden ser afrontados
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eficazmente por los particulares afectados a causa de una informacién insu-
ficiente, pues los ciudadanos se encuentran inermes por la imposibilidad de
averiguar qué informacidn sobre sus personas almacenan las distintas ad-
ministraciones publicas, premisa indispensable para cualquier reclamacion
o rectificacion posterior. Menos atn pueden conocer y prevenir o perseguir
el uso desviado o la diseminacion indebida de tales datos, incluso aunque le
causen lesiones en sus derechos o intereses legitimos (FJ 4).

Por ello, recordando de nuevo la causa del Convenio europeo sobre la
materia, razona que

La realidad de los problemas a los que se enfrent¢ la elaboracion y la ratifi-
cacion de dicho tratado internacional, asi como la experiencia de los paises
del Consejo de Europa que ha sido condensada en su articulado, llevan a la
conclusion de que la proteccion de la intimidad de los ciudadanos requiere
que éstos puedan conocer la existencia y los rasgos de aquellos ficheros au-
tomatizados donde las administraciones publicas conservan datos de caracter
personal que les conciernen, asi como cudles son esos datos personales en
poder de las autoridades (FJ 7).

4. Pocos meses antes de dictarse esta importante STC 254/93, el le-
gislador espafiol dio cumplimiento al mandato constitucional referido en
el articulo 18.4 de la CE mediante la promulgacion de la citada Ley Or-
ganica reguladora del Tratamiento Automatizado de Datos (LO 5/1992).
Obviamente, ello no afectaba a la solucion del amparo resuelto por di-
cha sentencia —solicitado tiempo antes de la promulgacion de la Ley en
cuestion— en lo que a los aspectos fundamentales de la misma se refiere,
esto es, a la afirmacion de que en el articulo 18.4 de la CE se contiene un
derecho fundamental y a que la administracion debia dar la informacion
requerida por el solicitante.’

La LORTAD supuso innovar el ordenamiento espaiol en relacion con
la proteccion de datos mediante el establecimiento por vez primera de un
régimen juridico sobre tal materia, régimen del que ahora cabe destacar

9 Si pudo afectar la pretension del recurrente en cuanto a que no le fuesen reveladas
ciertas informaciones en relacion con sus datos, en la medida en que por ley se pueden
disponer excepciones —siempre justificadas suficientemente— a dicha obligacion infor-
mativa, tal y como hemos dicho que prevé el propio Convenio europeo 108 en su articulo
90.; asi lo especifica la Sala que concede el amparo cuando cierra sus razonamientos en
el fundamento juridico 9 (Gltimo) y al cual se remite el fallo de la sentencia.



LA PROTECCION DE DATOS PERSONALES ANTE EL TRIBUNAL 13

que establecid los dos elementos fundamentales en los que se basa el
sistema de proteccidon y que, pese a no estar ya vigente en la actualidad
dicha Ley como ahora diremos, siguen resultando los dos pilares esencia-
les del mismo hoy: 1) una agencia de proteccion de datos, caracterizada
como “un ente de derecho publico, con personalidad juridica propia y
plena capacidad publica y privada, que actia con plena independencia de
las administraciones publicas en el ejercicio de sus funciones” (articulo
34.2 LORTAD),! con potestades de inspeccion, sancion y de resolucion
de reclamaciones de los afectados por incumplimientos de lo dispues-
to en la ley; y, 2) un registro general de proteccion de datos integrado
en ella, en el cual han de figurar todos los ficheros informaticos que se
generen y al que pueden acceder los individuos. Sin ambos elementos,
el control efectivo de los datos personales seria, en rigor, sencillamente
impracticable.

Por ultimo, esta primera Ley Reguladora de la Proteccion de Datos
en Espafia tuvo asimismo importancia de forma indirecta, en cuanto fue
recurrida por su supuesta inconstitucionalidad fundada en la invasion de
competencias autonomicas,!'! recurso que dio lugar a la muy importante
—en esta materia que nos ocupa— STC 290/2000, del 30 de noviem-
bre.'? Esa importancia derivaba no tanto del derecho en si a la proteccion
de datos, cuanto del mandato constitucional limitador de la informatica
con el especifico fin de garantizar el pleno ejercicio de los derechos, se-
gun se ha repetido que establece el articulo 18.4 de la CE: si la ley —afir-

10" Conforme al punto 8 de la Resolucion 45/95, del 14 de diciembre de 1990, de la
Asamblea General de las Naciones Unidas por la que se establecen las directrices de
la proteccion de datos. La idea sera una constante en los documentos internacionales que
recojan el derecho a la proteccion de datos, por razones tan evidentes que excusan cual-
quier comentario.

1" Concretamente interpusieron el conflicto competencial (que al derivar de una ley
debia necesariamente adoptar la forma de recurso de inconstitucionalidad conforme de-
termina la Ley Orgénica del Tribunal Constitucional espafiol), el Parlamento y el Go-
bierno de Catalufia. También interpusieron recursos contra la misma Ley el Defensor del
Pueblo y el partido mayoritario de la oposicion, pero éstos no tienen relevancia en lo que
aqui importa, puesto que perdieron su objeto con la nueva ley que reguld esta materia
y que derogd la LORTAD, mientras que la vindicacion competencial de la Comunidad
Auténoma citada no se veia afectada por tal innovacion normativa.

12 En este caso, como corresponde a la resolucion de una impugnacion por inconsti-
tucionalidad de una ley, el pronunciamiento es del Pleno del Tribunal, no de una de sus
salas solamente, como ocurrié con la antes comentada STC 254/1993.
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ma el Tribunal en esta STC 290/2000— “‘establece limites al uso de la
informatica en cumplimiento del mandato del articulo 18.4 [de la] CE,
tales limites han de ser los mismos en todo el territorio nacional”, pues,
con independencia de cudles sean las competencias en uno u otro lugar
del territorio, la proteccion del ejercicio de los derechos fundamentales
comporta asegurar “la igualdad de todos los espaiioles en su disfrute”
(FJ 14). Esto es, dicho de otro modo, el sistema espafiol, descentralizado
territorialmente, debe proporcionar una igual proteccion de datos a todos
los ciudadanos, con independencia de su lugar de residencia.

Bajo la vigencia de esta LORTAD tienen lugar dos muy significativos
pronunciamientos del TC otorgando la proteccion impetrada de los datos
personales indebidamente tratados por las entidades que los poseian. En
concreto:

— Hasta en una docena de ocasiones al menos, el TC concede los
correspondientes amparos a trabajadores de RENFE (la empresa
nacional de los ferrocarriles en Espafia), cuyos datos sobre afilia-
cion sindical que obraban en poder de la empresa para el descuento
de la cuota sindical correspondiente, fueron usados indebidamente
por la empresa para descontarles haberes en relacidon con el segui-
miento de una huelga (STC 11/1998, de 13 de enero'? y las poste-
riores en idéntico sentido).

— En otra ocasion, ampara asimismo al recurrente frente a la exis-
tencia de una base de datos de “ausentismo con baja médica” en

I3« debe tenerse en consideracion que la afiliacion del trabajador recurrente a de-

terminado sindicato, se facilité con la unica y exclusiva finalidad licita de que la empresa
descontara de la retribucion la cuota sindical y la transfiriera al sindicato, de acuerdo con
lo establecido en el articulo 11.2, LOLS. Sin embargo, el dato fue objeto de tratamiento
automatizado —constata el TC— y se hizo uso de la correspondiente clave informatica
para un proposito radicalmente distinto: retener la parte proporcional del salario relativa
al periodo de huelga.

Es mas, aunque el responsable de la dependencia donde el recurrente presta ser-
vicios habia participado que éste no se adhirié a la huelga, la empresa procedi6 a la
detraccion sin llevar a cabo investigacion alguna en punto a si el demandante efectiva-
mente se sumo a los paros; simplemente presumid que ello fue asi por el simple hecho
de pertenecer a uno de los sindicatos convocantes de la huelga, como viene a reconocer
su representacion procesal en las alegaciones vertidas en este proceso y lo corrobora la
circunstancia de que tan solo el 1 por 100 de los errores afectara a trabajadores afiliados
a otros sindicatos o sin militancia sindical conocida” (FJ 4).
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la que figuraban los diagndsticos de las enfermedades que dieron
origen a una situacion de baja laboral por incapacidad temporal, sin
consentimiento expreso de los afectados y sin que la entidad (un
importante Banco a la sazon) hubiera alegado un interés contrac-
tual suficiente para disponer de tal base de datos, asi como frente
a la negativa a la cancelacion de los datos obrantes en el fichero y
al hecho de que pudiera tener acceso a la base, no s6lo médicos de
la empresa, sino un empleado informatico de ésta, lo que suponia
que no quedaba garantizada la confidencialidad de los datos; todo
ello sin que la base de datos en cuestion estuviere registrada en la
Agencia de Proteccion de Datos, no existiendo, por tanto, un res-
ponsable oficial del fichero. En lo que mas interesa aqui, ademas
de anular las decisiones judiciales que corroboraron el modo de
proceder de la entidad bancaria, se dispuso por el TC en su fallo
“ordenar la inmediata supresion de las referencias existentes a los
diagnosticos médicos contenidas en la citada base de datos” (STC
202/1999, de 8 de noviembre); esta decision no fue ejecutada en
su plenitud de sentido por la entidad bancaria obligada a ello, lo
que provocd un nuevo proceso por parte del recurrente, que hubo
de ser otra vez amparado con tal finalidad (STC 153/2004, 20 de
septiembre).

— Un caso particular de concesion del amparo durante la vigencia
de la LORTAD por un mal uso de los datos personales, pero sin
vulneracion del especifico derecho a la proteccion de los mismos
(garantizado en el articulo 18.4 de la CE), sino el més genérico de-
recho a la intimidad (del articulo 18.1 de la CE), vino dado por una
utilizacion indebida de referencias del Registro Central de Penados
y Rebeldes, llevada a cabo por juntas electorales y confirmada por
el Tribunal Supremo: la razén de que el uso incorrecto de los datos
obrantes en dicho Registro no pueda constituir una vulneracion del
especifico derecho garantizado en el articulo 18.4, es que, dada su
especificidad, tal Registro estaba (y estd) excluido por la propia
Ley Reguladora de la Proteccion de Datos del régimen general que
ella establece, lo que impide considerar el uso inapropiado de los
datos que contiene como una vulneracion del derecho que legal-
mente se desarrolla en dicha Ley (STC 144/1999, de 22 de julio).
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Ahora bien, no en todas las ocasiones el TC otorg6 el amparo pese a
que los recurrentes afirmasen la vulneracion del articulo 18.4 de la CE,
esto es, del derecho a la proteccion de datos. Seguramente el supuesto
mas relevante de denegacion del mismo fue el que protagonizé el Con-
sejo General de Economistas de Espafia cuando recurrio la norma que
implantaba el Numero de Identificacion Fiscal (NIF), porque —afirmaba
dicho Consejo— los datos econdmicos que el mismo comportaba para
la Hacienda Publica podian ser manipulados o difundidos para fines es-
purios y, de este modo, lesionarse la intimidad de los contribuyentes. El
TC propina un severo revés juridico a tal pretension, entre otras cosas
porque, ademas de que el varias veces ya citado Convenio 108 contem-
pla entre las excepciones al régimen de proteccion de datos lo que la ley
pueda prever en relacion con “los intereses economicos del Estado” (arti-
culo 9.2), la LORTAD disponia garantias suficientes para la salvaguarda
de tales datos en sus articulos 9 a 11 (STC 143/1994, de 9 de mayo).!4

5. La LORTAD fue derogada en su séptimo afio de vigencia por la
actualmente vigente LO 15/1999, 13 de diciembre, de Proteccion de Da-
tos (LOPD). La razdén de ser de esta nueva Ley no fue que la anterior
resultase especialmente inadecuada, sino la obligada trasposicion de la

14 Ya una década antes, y por tanto sin régimen juridico alguno en materia de protec-
cion de datos en Espafia, y sin que siquiera estuviese ain en vigor el Convenio 108, el TC
habia denegado el amparo a quien pretendia que la investigacion fiscal, concretamente
la investigacion de las operaciones activas y pasivas en entidades bancarias, vulneraba
el derecho a la intimidad, toda vez que “el conocimiento de las cuentas corrientes puede
ser necesario para proteger el bien constitucionalmente protegido, que es la distribucion
equitativa del sostenimiento de los gastos publicos, pues para una verificacion de los in-
gresos del contribuyente y de su situacion patrimonial puede no ser suficiente en ocasio-
nes la exhibicion de los saldos medios anuales y de los saldos a 31 de diciembre” (STC
110/1984, de 16 de noviembre, FJ 5). “Es posible que la actuacion inspectora pueda en
alguna ocasion, a través de la investigacion de documentos o antecedentes relativos a los
movimientos de las cuentas bancarias, interferirse en aspectos concretos del derecho a
la intimidad. Pero, como ya se ha advertido, este derecho, al igual que los demas, tiene
sus limites, que en este caso vienen marcados por el deber de todos de contribuir al sos-
tenimiento de las cargas publicas de acuerdo con su capacidad econémica mediante un
sistema tributario justo, como dispone el ya citado articulo 31.1 de la Constitucion, deber
para cuyo efectivo cumplimiento es evidentemente necesaria la inspeccion fiscal” (ibi-
dem, FJ 8). (El recurrente era en el caso, por cierto, un afamado catedratico de Derecho
administrativo... que mas adelante seria elegido miembro del TC).
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muy importante directiva europea 1995/46/CE, de 24 de octubre,'® sobre
proteccion de las personas fisicas en lo referido al tratamiento y libre circu-
lacion de sus datos personales. Llama en este sentido poderosamente la
atencion que esta nueva LOPD no contenga preambulo alguno, frente a la
extensa y sustanciosa exposicion de motivos que acompaiiaba la anterior
LORTAD.

De nuevo esta Ley fue recurrida ante el TC por el Defensor del Pueblo
(“alto comisionado de las Cortes Generales, designado por éstas para la
defensa de los derechos comprendidos en este Titulo...”, tal y como lo
define la CE, articulo 54), y en una sentencia de exactamente la misma
fecha que la que resolvio el recurso contra la LORTAD anterior, la STC
292/2000, de 30 de noviembre, el TC vuelve a pronunciarse sobre el de-
recho a la proteccion de datos en relacion con la nueva regulacion respec-
to del contenido de dicha LOPD que el Defensor del Pueblo consideraba
constitucionalmente disconforme. Y asi serd estimado, en efecto, por el
TC: en coherencia con la naturaleza de derecho fundamental, que requie-
re el rango de ley de las normas que dispongan excepciones o restriccio-
nes a su contenido, el alto tribunal declara inconstitucionales un conte-
nido de la misma por remitirse a disposiciones inferiores,!¢ y otro que,
por su indeterminacion, permitia un excesivo grado de discrecionalidad
administrativa en la determinacion de excepciones al derecho de infor-
macion sobre la recogida de datos para ficheros publicos y a los derechos
de acceso, rectificacion y cancelacion de datos de tales ficheros.!”

6. Bajo la vigencia de esta nueva LOPD, el Tribunal Constitucional se
ha pronunciado sobre la proteccion de datos en relacion con cuestiones
relevantes, en algiin caso para afirmar la vulneracion del derecho a la
proteccion de datos, y en varios para negarla.

15" En los ordenamientos de los paises miembros de la Comunidad Europea, es obli-
gatorio trasponer las directivas que ésta acuerde, esto es, proceder a regular en el ambito
interno la materia objeto de la directiva, siguiendo las indicaciones sefialadas en ellas,
con el fin de lograr los objetivos que se han acordado al respecto.

16 En concreto, cuando se trate de cesiones de datos entre administraciones publicas,
como regla general vedadas por la LOPD, que, sin embargo, contemplaba la excepcion
de que lo previesen las disposiciones de creacion de ficheros o disposiciones de superior
rango que regulasen su uso (articulo 21.1, LOPD).

17" En concreto, se declaran inconstitucionales un inciso del articulo 24.1 y todo el
articulo 24.2 de la LOPD.
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a) La concesion del amparo tiene lugar en la STC 14/2003, de 28
de enero, por lesion de los derechos a la propia imagen y al honor del
demandante, como consecuencia de la facilitacion por la policia a los
medios de comunicacion de su fotografia, con motivo de una reyerta
que protagonizaron €l, un hermano y un amigo suyo, y en la que resul-
td6 muerta una persona y heridas otras dos; las concretas circunstancias
del caso (a saber: que fue el propio demandante de amparo el que se
presentd en las dependencias policiales declarandose inocente, cuando
ya estaba detenido otro de los intervinientes y el tercero, todavia hui-
do, estaba plenamente identificado), hicieron entender al TC, contra lo
que dictamind la Audiencia Nacional y contra el parecer del Ministerio
Fiscal y del Abogado del Estado en sus alegaciones al recurso,'® que la
difusion de la fotografia del recurrente fue totalmente innecesaria. En
lo que aqui tiene interés, dicho recurrente no alegd el derecho a la pro-
teccion de datos (articulo 18.4, CE) y, sin embargo, el TC, motu pro-
prio lo aduce también como fundamento de su motivacion: “En defi-
nitiva —afirma la Sala sentenciadora del TC—, ha de configurarse la
fotografia cuestionada como un dato de caracter personal del deman-
dante de amparo, obtenida y captada por las fuerzas y cuerpos de seguri-
dad del Estado en el ejercicio de la funcion constitucional y legalmente
conferida de investigacion de los delitos y detencion y aseguramiento
de sus supuestos autores, y respecto al cual sus miembros estan obli-
gados en principio al deber del secreto profesional”, recordando a tal
efecto que asi lo dispone especificamente el régimen legal de protec-
cion de datos (tanto la anterior LORTAD como la nueva LOPD) (FJ 7).
Un pronunciamiento también protector de derechos personales y de no-
table interés, aunque no acabara en amparo, es el que lleva a cabo el Tri-
bunal Constitucional cuando afirma que no existe jerarquia entre libertad
de informacion (por mas que fuera veraz, como lo era en el caso) y pro-
teccion de datos personales (en el supuesto de que se trata, tales datos
derivaban de la identificacion de médicos y farmacéuticos que se habian
pronunciado en una encuesta sobre el abuso de la prescripcion de anti-
bidticos y los perjuicios de ello para la salud), cuando la publicacion de

I8 El abogado del Estado se apersona porque el recurrente pretende la declaracion de
la responsabilidad patrimonial de la administracion con motivo de la vulneracion de sus
derechos.
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éstos no es consentida por sus titulares (ATC 155/2009, de 18 de mayo,
FJ 3).

b) Por el contrario, bajo la vigencia LOPD el Tribunal Constitucional
ha negado en varias ocasiones (siempre con motivo de listas electorales
de fuerzas llamadas de la izquierda “abertzale” vasca, esto es, fuerzas
independentistas que en buena parte de las ocasiones resultan proximas
al grupo terrorista ETA) que constituyan datos susceptibles de proteccion
constitucional los relativos a la participaciéon como candidatos en listas
electorales presentadas a comicios habidos con anterioridad en el tiem-
po, aunque su uso (en todos estos casos, por las autoridades publicas, y
mas en concreto por la policia para realizar informes acerca de que de-
terminadas formaciones electorales eran sucesoras de otras ya declaradas
proscritas por apoyar el terrorismo vasco) no sea el electoral y hayan sido
recopilados sin autorizacion de sus titulares. Y ello porque,

... se trata de datos publicados a los que puede acceder cualquier ciudadano
y que por tanto quedan fuera del control de las personas a las que se refieren.
La adscripcion politica de un candidato es y debe ser un dato publico en una
sociedad democratica, y por ello no puede reclamarse sobre ¢l ningiin poder
de disposicion (STC 85/2003, FJ 21, luego reiterada en la STC 68/2005, FJ
15y enla STC 110/2007, FJ 9).

Y tampoco son susceptibles de proteccion datos que ni son publicos,
como es el caso de la titularidad de cuentas bancarias, aunque no sean
requeridos por las autoridades que determina la LOPD (su articulo 11.2
en concreto: jueces, Defensor del Pueblo, etcétera) sino por la policia
directamente: en este caso tales datos no quedan cubiertos por el dere-
cho que es aqui objeto de nuestra atencion, porque —afirma el TC— “la
proteccion que brinda el articulo 18.4 CE... persigue... garantizar a las
personas un poder de control sobre sus datos personales, sobre su uso y
su destino, ‘con el proposito de impedir su trafico ilicito y lesivo para la
dignidad y derecho del afectado’ (STC 292/2000, de 30 de noviembre,
FJ 6), lo que obviamente no es el caso” cuando lo solicita la policia para
informar acerca de la legalidad de una lista electoral (STC 99/2004, FJ
13); razonamiento éste como minimo controvertible a juicio de quien les
habla, porque no siendo publico el dato de la titularidad de una cuen-
ta bancaria, no habiendo sido autorizado por el sujeto ni solicitado por
quien legitima la ley para ello, y persiguiendo una finalidad ajena a la
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propia de un dato de tal indole (investigaciones fiscales o delictivas),
se hace escasamente convincente fundar la desproteccion del mismo en
una interpretacion del TC que anula de hecho la garantia de lo dispues-
to por el legislador (orgéanico), sometiéndolo a una condicién finalista
de expansividad potencialmente ilimitada que, por ello mismo, para ser
aplicada debiera haber sido prevista expresamente.

¢) Del mismo modo, también ha negado el TC que vulnere el derecho
a la proteccion de datos la normativa que obliga a dar a conocer la si-
tuacion personal y familiar del perceptor de rentas de trabajo, a los efec-
tos del calculo de las retenciones tributarias por parte de los pagadores
(entre ellos, empresarios privados): en esa situacion familiar —apunta-
ba el importante sindicato recurrente, la Union General de Trabajadores
(UGT)— pueden estar involucrados terceros, como sucede en el caso del
conyuge separado o divorciado al que el trabajador haya de pasar una
pension compensatoria, o los hijos a los que haya de pasar una pension
por alimentos, y la normativa imponia la obligacion al trabajador de co-
municar al pagador el abono de las pensiones compensatorias al conyuge
o de anualidades por alimentos, “acompafiando testimonio literal de la
resolucion judicial determinante de la pension o anualidad, respectiva-
mente”.

Frente a lo que pudiere creerse en principio, la razon de que esa in-
formacion obligada no vulnere el derecho a la proteccion de datos no es
—dice el TC— la defensa del interés general representada en el deber
de contribuir a los gastos publicos conforme a la situacion individuali-
zada de cada obligado tributario (una de las razones que argumentaba el
Ministerio Fiscal), sino el régimen de proteccion de datos que establece
precisamente la LOPD (y antes la LORTAD), el cual supone las garan-
tias necesarias para tal tipo de datos por parte de quienes acceden a su
conocimiento, haga o deje de hacer referencia a ellas la concreta norma
reguladora de la obligacion de transmitir los datos de que se trate (ATC
197/2003, FJ 5).1°

19" Por lo demés, antes de esta razén por la que no cabe considerar vulnerada la pro-
teccion de los datos personales de los trabajadores en la situacion mencionada, se apunta
por el TC otra de orden mucho mas practico, y es que el testimonio de la resolucion
judicial que aquéllos deben aportar, no necesariamente debe ser total, sino que puede
ser parcial, en la parte de las resoluciones judiciales referida inicamente a la finalidad
de calcular la retencion de las rentas por el pagador, con lo cual la intimidad personal y
familiar en juego se ve salvaguardada en gran medida.
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d) Por ultimo, en el ATC 516/2004, del 20 de diciembre y en la STC
114/2006, del 5 de abril, el alto tribunal considera que el derecho a la pro-
teccion de los datos respecto de los datos cuyos titulares puedan solicitar
que no sean publicos conforme prevea la normativa reguladora (articulo
6.4, LOPD),?° como regla general su proteccion ha de ceder en relacion
con el principio constitucional de la publicidad de las sentencias (que “se
pronunciaran en audiencia publica”, dispone el articulo 120.3 de la CE),
maxime cuando se trate de las sentencias del propio Tribunal Constitu-
cional, el conocimiento publico de cuya doctrina resulta consustancial
a su labor. Sefialado lo anterior, el TC procede a una ponderacion entre,
de un lado, el principio de publicidad del contenido de sus sentencias
y, de otro, los derechos constitucionales que puedan estar en juego en el
caso. De este modo, al igual que sucede en los tribunales internacionales
(por ejemplo, el TEDH), cuando considera el TC que la explicitacion del
nombre de las partes del proceso puede lesionar la intimidad u otros de-
rechos, evita su publicidad (paradigmaticamente, en el caso de los meno-
res, siguiendo las indicaciones de la ONU en tal sentido). En las aludidas
decisiones ATC 516/2004 y STC 114/2006, el TC responde a lo intere-
sado por el recurrente acerca de que no se especificara su nombre en la
resolucion que dictase sobre el caso, por motivos de seguridad personal y
de prestigio y dignidad personal y profesional: para el TC, en el supuesto
concreto tales motivos no resultaban de entidad suficiente “como para
justificar que se excepcione la exigencia constitucional de maxima difu-
sion publica del contenido integro de las resoluciones jurisdiccionales de
este Tribunal que incorporan doctrina constitucional...” (STC 114/2006,
FI 8).

Reparese en que en esta tltima etapa ya, de vigencia de la LOPD (des-
de 1999), se han producido bastantes mas denegaciones de amparos so-
licitados al TC por supuesta vulneracion del derecho de proteccion de
datos, que concesiones. Con independencia de que haya dado la casuali-
dad de que de la media docena de amparos que versan sobre la materia en
estos ultimos afios, la mayoria no merecieran su otorgamiento porque no

20 Articulo 6.4 de la LOPD: “En los casos en los que no sea necesario el consenti-
miento del afectado para el tratamiento de los datos de caracter personal, y siempre que
una ley no disponga lo contrario, éste podra oponerse a su tratamiento cuando existan
motivos fundados y legitimos relativos a una concreta situacion personal. En tal supues-
to, el responsable de fichero excluira del tratamiento los datos relativos al afectado”.
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se hubiera vulnerado realmente el derecho a la proteccion de datos per-
sonales en los casos que los originaron, tal constatacion suscita a quien
esto escribe la siguiente reflexion.

7. El derecho del que vengo tratando es un derecho de nuevo cuilo,
cuyos origenes se remontan apenas a dos o tres décadas. Como suele su-
ceder con todo lo nuevo que es bueno y comporta ventajas, y en particular
cuando se trata de derechos (recuérdense en este sentido, por ejemplo,
los derechos sociales, el derecho a la proteccion del medio ambiente, et-
cétera), no ha surgido paulatina o progresivamente, sino que ha eclosio-
nado, se ha puesto de moda, una moda propiciada, desde luego, por la,
a su vez, todavia més extraordinaria eclosion de las nuevas tecnologias
y la incidencia que las mismas tienen en la esfera de derechos e intere-
ses de los individuos. La “tentacion”, por asi decir, es entender que todo
tratamiento de datos del que se recele o que repercuta negativamente en
esa esfera de intereses del sujeto, constituye una vulneracion flagrante
del derecho a la proteccion de datos personales. Pero es evidente que la
propia complejidad de la vida moderna demanda que los poderes publi-
cos para la prestacion de los servicios que vienen obligados a ofrecer en
un moderno Estado social, y los particulares para el ejercicio de sus acti-
vidades econdmicas y de la mayoria de otro tipo, requieren en no pocas
ocasiones de datos personales y —mas relevante— de su tratamiento,
es decir, de su procesamiento metodico e informatizado, de modo que
el derecho a la proteccidén de datos personales va a verse afectado, y de
forma muy importante, simplemente por esa realidad cotidiana. Quiero
decir, en definitiva, que ha de evitarse caer en la mitificacion de este nue-
vo derecho esperando de ¢l lo que pudiera derivarse de un entendimiento
demasiado simplista del mismo: un dominio absoluto de los datos que
se refieran a uno, de manera que pudiera administrarlos cual si se trata-
se de cosas contables, disponiendo a voluntad de ellos para darselos a
éste si, pero a aquél no. La realidad de nuestro modus vivendi es la que
es, y conforma, seguramente con mas intensidad que en otros ambitos,
las premisas sobre las que puede moverse este derecho a la proteccion
de datos: basta ver con un poco de atencion las regulaciones del mismo
para percatarse de que no pretenden modificar esa realidad, sino a hacer
frente a la misma acotando los efectos mas perniciosos del uso inde-
bido de los datos, pero con la vista del legislador puesta en el caracter
inexorable de las necesidades practicas diarias. La plena seguridad de
que los datos personales no seran utilizados de un modo no querido por
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su titular se conseguiria mediante el sencillo expediente de no proporcio-
narlos (como, por poner un ejemplo significativamente paralelo, la total
seguridad de que no hubiera accidentes de trafico rodado seria evitar o
restringir drasticamente la fabricacidon, venta y uso de automoviles). Es
obvio, sin embargo, que en unos casos por imposicion legal (sobre todo,
respecto de los servicios publicos), y en otros por puro pragmatismo,
esos datos acaban siendo facilitados (como es obvio, por seguir con el
mismo ejemplo anterior, que es practicamente impensable prescindir del
uso del automovil en la sociedad actual, sin estar dispuestos a un cambio
radical de forma de vida y aun de cultura). En ese sentido decia que no
cabe absolutizar este nuevo y moderno derecho, sino mas bien de evitar
los abusos y la negligencia en la utilizacion de datos personales vy, si se
me apura, no de cualquier clase de negligencia o abuso, sino de los mas
serios. De otro modo, la operatividad y el caracter practico de la cada vez
mas compleja vida habitual que caracteriza las sociedades avanzadas, se
veran notoriamente entorpecidos.

A todo lo anterior se une, ademas, la naturaleza evidentemente “so-
fisticada” del derecho a la proteccion de datos personales, acorde con la
naturaleza del ambito en el que casi siempre se proyecta (datos persona-
les tratados en soportes técnicos inaccesibles para el ciudadano comun
—frente al papel tradicional en el cajon o archivo correspondiente—, los
responsables de los cudles puede no ser faciles de determinar, o pueden
estar a miles de kilometros del individuo afectado, que a su vez puede
no enterarse de que le estd siendo vulnerado su derecho a la proteccion
de datos, etcétera) y, en fin, acorde también con el complejo tratamiento
técnico-juridico, frente a los derechos clasicos, como pone de manifiesto,
sin ir mas lejos, el glosario de términos y expresiones que, bajo el rubro
de “Definiciones”, forma parte propiamente de la regulacion legal de este
derecho, segun puede constatarse en el citado Convenio 108, en las direc-
tivas europeas sobre la materia y en las leyes nacionales.

8. En tal sentido, voy a terminar esta ya excesiva intervencion con un
ejemplo a la par pintoresco y paradigmatico en relacion con los datos
personales que se ha dado en Espafia en estos ultimos y cuya resolucion
final atin no se ha producido. Me refiero al supuesto que se ha dado co-
loquialmente en llamar como el “caso de la apostasia”. En esencia?! se

21 Y segiin se desprende de la sentencia del Tribunal Supremo, Sala de lo Contencio-
so-Administrativo, del 19 de septiembre de 2008, que es el unico material que utilizo a
efectos de esta exposicion.
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puede resumir asi: un ciudadano, deseando hacer fehaciente su desvincu-
lacion de la Iglesia catdlica, solicita la cancelacion del asiento referido a
su partida bautismal, o sea, solicita que deje de figurar como bautizado.
La Agencia de Proteccion de Datos espaiiola, a la que acude a la vista de
que su pretension no prospera en sede eclesiastica, accede parcialmente
a la peticion: no impone al Arzobispado de Valencia (que es el Arzobis-
pado afectado por la pretension) la cancelacion deseada por éste, pero
si la inscripcion de una nota marginal en la partida de bautismo en la
que conste que el interesado pretendio la cancelacion o, en su caso, que
motive por qué no accede a ello. Disconforme con esta decisidon, acude
el interesado a la via contencioso-administrativa, viendo confirmada la
Resolucion de la APD por sentencia de la Audiencia Nacional, de octu-
bre de 2007. Disconforme a su vez el Arzobispado de Valencia con la
obligacion de inscribir la nota marginal aludida, acude al Tribunal Su-
premo, que le otorga la razon, anulando la sentencia de la Audiencia y la
resolucion de la APD.

En lo que aqui importa, todo el fundamento de la sentencia del tribu-
nal supremo gira en torno a la distinta concepcion de los libros bautis-
males: si entran en la categoria de ficheros de datos, o no, y —mas se-
cundariamente— si la manifestacion de los datos bautismales (mediante
expedicion de partidas de bautismo, sobre todo) entra en el concepto de
tratamiento de datos; en coherencia con ello, la sentencia cuenta con un
extenso voto particular que afirma que, siendo la ratio decidendi de la
Sentencia la conclusion de que los libros bautismales no constituyen un
fichero de datos, y resultando la LOPD trasposicion de la directiva eu-
ropea antes citada (la 1995/46), necesariamente hubo de acudirse por el
tribunal supremo en via prejudicial al Tribunal de Justicia de las Comu-
nidades Europeas para que éste aclarase los conceptos “fichero de datos
personales” y “tratamiento de datos personales”, aclaracion a partir de
la cual deberia haberse resuelto el caso.?? Este pintoresco supuesto me
parece que muestra bien que en el caso de la proteccion de los datos per-

22 La cuestion prejudicial es el mecanismo en cuya virtud el Tribunal de Justicia de

las Comunidades Europeas interpreta el derecho comunitario, a peticion del 6rgano judi-
cial nacional que haya de resolver un caso en el que esté implicado dicho 6rgano judicial
derecho cuando tiene dudas acerca de lo que realmente dispone dicho derecho; su uso
es facultativo si la decision que emita el 6rgano judicial nacional tiene posibilidad de
ulterior recurso en el derecho interno, y obligatorio si no la tiene (articulo 234 del actual
Tratado Constitutivo de la Comunidad Europea).
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sonales estamos ante lo que calificaba de “sofisticado” derecho: la mera
elucidacion de si estd o no en juego el mismo, requiere de lo que vendria
a ser una dogmatica sobre conceptos muy nuevos que en algunos casos
lleva camino de parecerse a la muy elaborada y sutil dogmatica penal.

En fin, horas antes de tomar el avion para venir a exponer ante voso-
tros lo que han oido,* me he cerciorado de que la Sentencia del Tribunal
Supremo ha sido recurrida en amparo ante el Tribunal Constitucional,
razon por la que adelantaba que es un caso todavia inconcluso: habra que
esperar a ver qué es lo que decide el Tribunal Constitucional sobre el caso
para disponer de una doctrina constitucional mas especifica en materia de
proteccion de datos personales.

C

* Ponencia presentada en el Coloquio Internacional sobre “Transparencia, Archivos
y Derechos Humanos”, organizado por la Comisién Nacional de los Derechos Humanos
de México y la Escuela Nacional de Archivos, celebrado en la ciudad de México, el 13
y 14 de julio de 2009
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